

Financial Framework (Supplementary Powers) Amendment (Home Affairs Measures No. 1) Regulations 2024

I, General the Honourable David Hurley AC DSC (Retd), Governor‑General of the Commonwealth of Australia, acting with the advice of the Federal Executive Council, make the following regulations.

Dated 9 May 2024

David Hurley

Governor‑General

By His Excellency’s Command

Katy Gallagher

Minister for Finance
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1 Name

 This instrument is the *Financial Framework (Supplementary Powers) Amendment (Home Affairs Measures No. 1) Regulations 2024*.

2 Commencement

 (1) Each provision of this instrument specified in column 1 of the table commences, or is taken to have commenced, in accordance with column 2 of the table. Any other statement in column 2 has effect according to its terms.

| Commencement information |
| --- |
| Column 1 | Column 2 | Column 3 |
| Provisions | Commencement | Date/Details |
| 1. The whole of this instrument | The day after this instrument is registered. | 10 May 2024 |

Note: This table relates only to the provisions of this instrument as originally made. It will not be amended to deal with any later amendments of this instrument.

 (2) Any information in column 3 of the table is not part of this instrument. Information may be inserted in this column, or information in it may be edited, in any published version of this instrument.

3 Authority

 This instrument is made under the *Financial Framework (Supplementary Powers) Act 1997*.

4 Schedules

 Each instrument that is specified in a Schedule to this instrument is amended or repealed as set out in the applicable items in the Schedule concerned, and any other item in a Schedule to this instrument has effect according to its terms.

Schedule 1—Amendments

Financial Framework (Supplementary Powers) Regulations 1997

1 In the appropriate position in Part 4 of Schedule 1AB (table)

Insert:

|  |  |  |
| --- | --- | --- |
| 656 | Supporting an online terrorist crisis response capability | To fund a program to detect and respond to online terrorist content and violent terrorist attacks with significant online elements that will operate, both nationally and internationally, continuously covering 24 hours each day.This objective has the effect it would have if it were limited to measures:(a) with respect to postal, telegraphic, telephonic and other like services (within the meaning of paragraph 51(v) of the Constitution); or(b) with respect to places, persons, matters or things external to Australia. |
| 657 | Expanded domestic monitoring and referral capability for terrorist and violent extremist content online | To fund a program to identify online terrorist and violent extremist content and to refer that content to industry. |
| 658 | Cyber Awareness—Piloting a Support for Vulnerable Groups Grants Program | To provide funding to:(a) improve cyber security awareness amongst Australians, including people from culturally and linguistically diverse backgrounds, people with disabilities and First Nations people; and(b) establish a grant program to support advocacy, charity, not‑for‑profit and community groups to develop and deliver tailored cyber security literacy programs to vulnerable community groups;as a measure with respect to postal, telegraphic, telephonic, and other like services (within the meaning of paragraph 51(v) of the Constitution). |
| 659 | Information Sharing and Analysis Centre Acceleration Grant Pilot Program | To provide funding to establish and support an Information Sharing and Analysis Centre in the health sector to allow participating businesses to share information about cyber security threats, as a measure with respect to postal, telegraphic, telephonic, and other like services (within the meaning of paragraph 51(v) of the Constitution). |
| 660 | Professionalisation of the Cyber Workforce Grant Program | To provide funding for a voluntary cyber security professionalisation scheme to enable the recognition of qualifications and experience of professionals in the cyber security industry, as a measure with respect to postal, telegraphic, telephonic, and other like services (within the meaning of paragraph 51(v) of the Constitution). |