ASIC DERIVATIVE TRADE REPOSITORY RULES 2013
EXPLANATORY STATEMENT

Prepared by the Australian Securities and Investments Commission

Corporations Act 2001

Enabling legislation and legislative framework
The Australian Securities and Investments Commission (ASIC), acting with the consent of the Minister under section 903H of the Corporations Act 2001 (the Act), makes the ASIC Derivative Trade Repository Rules 2013 (the Rules) under section 903A of the Act.

Subsection 903A(1) of the Act provides that, subject to Division 4 of Part 7.5A of the Act, ASIC may, by legislative instrument, make rules (referred to in the Act as ‘derivative trade repository rules’) dealing with the matters permitted by that section. 
Section 903A of the Act appears in Part 7.5A (Regulation of derivative transactions and derivative trade repositories) of the Act. Part 7.5A was inserted by Schedule 1 of the Corporations Legislation Amendment (Derivative Transactions) Act 2012 (the Amending Act) from 3 January 2013. Under Part 7.5A:

· An operator of a derivative trade repository will require a derivative trade repository licence if the derivative trade repository is in a class of derivative trade repositories identified by the Corporations Regulations 2001 (Regulations) as requiring a licence (see section 905A)
. 

· ASIC may make ‘derivative transaction rules’ imposing ‘reporting requirements’, being requirements for a person to report information about derivative transactions, or positions relating to derivative transactions, to a licensed derivative trade repository, or a derivative trade repository prescribed by the Regulations (see subsection 901A(6)). Accordingly, a derivative trade repository operator may seek a licence, despite not being required to do so by the Regulations, if the operator wishes to provide trade reporting services for the purposes of the Australian trade reporting regime.

· ASIC has responsibility for licensing derivative trade repositories (see section 905C) and supervising derivative trade repositories once licensed (see section 902A).

· Once licensed, an operator will be subject to obligations under the Act, the derivative trade repository rules, and also the conditions of the operator’s licence (see section 905F).

Matters that may be dealt with in the derivative trade repository rules

The derivative trade repository rules may, subject to Division 4 of Part 7.5A of the Act, deal with any or all of the following matters (including by imposing requirements for or relating to any of the following matters):

(a) the manner in which licensed trade repositories provide their services (see paragraph 903A(2)(a)); 

(b) the handling or use of derivative trade data by licensed trade repositories and their officers and employees, including the following:  
(i) the acceptance and retention of derivative trade data;

(ii) the creation of statistical data from derivative trade data; and 

(iii) the use and disclosure of, and provision of access to, derivative trade data (including statistical data referred to in subparagraph (b)(ii)) (see paragraph 903A(2)(b)); 

(c) the governance, management and resources (including financial, technological and human resources) of licensed trade repositories, including the following: 
(i) the handling of conflicts of interest; 

(ii) the monitoring and enforcement of compliance with obligations; 

(iii) the resources that licensed trade repositories must have (including requirements relating to the experience, qualifications or fitness for office of operators and their officers and employees); 

(iv) the integrity and security of computer systems and other systems; 

(v) operational reliability; 

(vi) business continuity planning; 

(vii) the operational separation of functions; and 

(viii) the outsourcing of functions to other entities  (see paragraph 903A(2)(c)); 

(d) the disclosure of conditions (including fees) on which licensed trade repositories provide their services  (see paragraph 903A(2)(d)); 

(e) the reporting to ASIC or other regulators of matters related to licensed trade repositories  (see paragraph 903A(2)(e)); and 

(f) matters incidental or relating to the matters referred to in paragraphs (a) to (e), including:

(i) specifying the persons (being persons referred to in section 903B) who are required to comply with requirements imposed by the rules (see paragraph 903A(3)(a));

(ii) the manner and form in which persons must comply with requirements imposed by the rules (see paragraph 903A(3)(b));

(iii) the circumstances in which persons are, or may be, relieved from complying with requirements in the rules that would otherwise apply to them (see paragraph 903A(3)(c));

(iv) the keeping of records, or the provision of records or other information, relating to compliance with (or determining whether there has been compliance with) the rules (see paragraph 903A(3)(d)); and
(v) any other matters that the provisions of the Act provide may be dealt with in the derivative trade repository rules (see paragraph 903A(3)(e)).

Under subsection 903A(5), the derivative trade repository rules may also provide, either generally or in the circumstances specified in the rules, that information given to ASIC by the operator, or an officer of the operator of a licensed derivative trade repository, under a provision of Part 7.5A, the relevant regulations, the derivative transaction rules or the derivative trade repository rules, is to be taken, for the purpose of section 127 (confidentiality) of the Australian Securities and Investments Commission Act 2001 (ASIC Act), to be given to ASIC in confidence in connection with the performance of ASIC’s functions under the Act. 
Limitations on rule-making power

ASIC’s power to make derivative trade repository rules is subject to a number of limitations.

Persons on which Rules may impose requirements

Under section 903B of the Act, the only persons on whom the derivative trade repository rules may impose requirements are operators and officers of licensed derivative trade repositories. The Rules only impose requirements on such persons.
Limits on how Rules may deal with matters relating to derivative trade data

Under section 903C of the Act, the regulations may prescribe limits on the extent to which, or the way in which, the derivative trade repository rules may deal with matters referred to in paragraph 903A(2)(b) (that is, the handling or use of derivative trade data by licensed derivative trade repositories and their officers and employees). To date no such Regulations have been made.
Consultation

Except in emergency situations (see section 903J), under section 903G of the Act ASIC must not make a derivative trade repository rule unless ASIC:

(i) has consulted the public about the proposed rule; and
(ii) has also consulted any other person or body as required by regulations made for the purpose of paragraph 903G(1)(b) of the Act.
To date no Regulations have been made under paragraph 903G(1)(b). For more information regarding consultation on the Rules, see further under the heading ‘Consultation’ below.
Ministerial consent

Except in emergency situations (see section 903J), under section 903H of the Act ASIC must not make a derivative trade repository rule unless the Minister has consented, in writing, to the making of the rule. ASIC makes the Rules with the written consent of the Minister.
Relevant considerations in making derivative trade repository rules
In considering whether to make a derivative trade repository rule, ASIC:

(a) must have regard to:

(i) the likely effect of the proposed rule on the Australian economy, and on the efficiency, integrity and stability of the Australian financial system; and

(ii) the likely regulatory impact of the proposed rule; and

(b) may have regard to any other matters that ASIC considers relevant, for example, any relevant international standards and international commitments and matters raised in consultations (if any) under section 903G (see section 903F of the Act).

See also under the heading ‘Regulation Impact Statement and section 903F matters’ below.

Compliance and Penalties

Section 903D of the Act provides that a person must comply with the provisions of the derivative trade repository rules that apply to the person. Section 903D is a civil penalty provision (see section 1317E of the Act).  

Subsection 903A(4) of the Act provides that derivative trade repository rules may include a penalty amount for a rule. A penalty amount must not exceed 1,000 penalty units (currently, $170,000: see section 4AA of the Crimes Act 1914). 

Background and Rationale

G20 commitment

At the Group of Twenty (G20) summit in Pittsburgh in 2009, the Australian Government joined other jurisdictions in committing to substantial reforms to practices in over-the-counter (OTC) derivatives
 markets.  Three of the key G20 commitments in relation to OTC derivatives were:

· the reporting (referred to as ‘trade reporting’) of transaction information (such as price, maturity, reference entity and counterparties) on all OTC derivatives to ‘trade repositories’: centralised registries that maintain an electronic database of records of transactions; 
· the clearing (referred to as ‘central clearing’) of all standardised OTC derivatives through central counterparties; and
· the execution (referred to as ‘trade execution’) of all standardised OTC derivatives on exchanges or electronic trading platforms, where appropriate.
Global commitment to OTC derivatives reform arose out of the global financial crisis (GFC) in 2008. The GFC highlighted structural deficiencies in the global OTC derivatives markets and the systemic risk that those deficiencies posed to wider financial markets and the real economy. In the lead-up to the GFC, those structural deficiencies contributed to the build-up of large counterparty exposures for which the risks were not appropriately managed. With details of OTC derivative transactions generally held only between the counterparties, in many cases those exposures were not transparent to other market participants and regulators. 
The overarching objectives of the OTC derivatives reforms are:

· to enhance the transparency of transaction information available to relevant authorities and the public;

· to promote financial stability; and 

· to support the detection and prevention of market abuse.

Implementation of the G20 commitments is being coordinated and monitored by the Financial Stability Board (FSB). The FSB membership includes the major financial centres around the world including: China, Hong Kong, India, Indonesia, Japan, the Republic of Korea, Singapore and Australia. 
Australian response

In March 2012, the Australian Council of Financial Regulators (CoFR) released a report entitled OTC Derivatives Market Reform Considerations, recommending that a legislative framework be introduced to implement Australia’s G20 commitments in relation to OTC derivatives reforms providing for the imposition of a trade reporting requirement and establishment of a trade repository licensing regime. The CoFR report notes:

‘Reporting to trade repositories should facilitate the maintenance of a reliable and comprehensive source of information on participant trading activity, which would be useful to many regulators in performing their respective functions. It is expected that this increased transparency will assist authorities in identifying vulnerabilities in the financial system and, more broadly, to develop well-informed policies to promote financial stability. Information from trade repositories will be particularly useful in times of financial distress, where rapid and reliable access to accurate data may assist prudential and systemic regulators in their functions. From a market supervision perspective, transaction information stored in trade repositories in some product classes in particular, such as equity derivatives and credit derivatives, has the potential to assist investigations into market misconduct.’ 
In October 2012, APRA, ASIC and the RBA released the Report on the Australian OTC Derivatives Market recommending that the Australian Government consider a broad-ranging mandatory trade reporting obligation for OTC derivatives.
Part 7.5A of the Act was inserted by Schedule 1 of the Amending Act from 3 January 2013. Part 7.5A establishes a trade repository licensing regime and creates a mechanism by which trade reporting requirements, as well as trade execution and central clearing requirements, may be implemented, in a proportional and gradual way, through supporting regulations and rules. The Revised Explanatory Memorandum to the Corporations Legislation Amendment (Derivative Transactions) Bill 2012 notes, at paragraph 1.6: 

‘In particular, trade reporting will increase transparency in the market. It will also give regulators and market participants access to valuable data with which to assess the risks associated with the OTC market.’
Australia is implementing the G20 commitments to OTC derivative reforms in close coordination with peer jurisdictions. Transaction reporting regimes are being developed concurrently by regulators overseas, including the US Commodity Futures Trading Commission (CFTC), the US Securities and Exchange Commission (SEC), the European Securities and Markets Authority (ESMA), the Hong Kong Securities and Futures Commission (HK SFC) and the Monetary Authority of Singapore (MAS), for their respective jurisdictions. 

CPSS–IOSCO 
Given the important role that will be played in the implementation of the G20 commitments by financial market infrastructures such as trade repositories, internationally agreed standards have been jointly developed by the Committee on Payment and Settlement Systems (CPSS) and the International Organization of Securities Commissions (IOSCO). The resulting CPSS–IOSCO Principles for financial market infrastructures (CPSS–IOSCO Principles)
 were released in April 2012, with an accompanying disclosure framework and assessment methodology released in December 2012.
 
Purpose of the Rules

The Rules aim to:

· give effect to the Australian Government’s G20 commitments in relation to trade reporting;

· implement an Australian trade reporting regime that achieves the stated objectives of the OTC derivatives reforms, in particular by enhancing the transparency of OTC derivative markets, both to regulators and the public, leading to an increased capacity for the oversight and monitoring of systemic risk and the detection and prevention of market abuse; and
· ensure the Australian trade reporting regime is consistent with other international regimes, including those in the European Union (EU), the United States (US), Canada, Singapore and Hong Kong, for mutual recognition or substituted compliance purposes.
In particular, the Rules are designed to implement the CPSS–IOSCO Principles and the relevant ‘key considerations’ to those Principles, within the framework provided under Pt 7.5A of the Act and to the extent the Principles apply to derivative trade repositories. Given the global nature of OTC derivatives markets, ASIC considers it important for Australia’s policy response to be consistent with international regulatory developments. As no national regime is identical, by squarely basing the Rules on the Principles ASIC expects to maximise the extent of this consistency. 
ASIC expects this approach will enable Australian derivative trade repository licensees to more readily seek recognition or licensing in other jurisdictions, while also enabling trade repositories licensed in those jurisdictions to more readily be licensed in Australia. In developing the Rules, ASIC has also considered the January 2012 CPSS-IOSCO Report on OTC derivatives data reporting and aggregation requirements
 and the April 2013 CPSS-IOSCO Consultative report on Authorities’ access to trade repository data
.
A broad mapping of the Rules to the CPSS-IOSCO Principles that are applicable to derivative trade repositories, is set out in the following table.
	Principle 1 Legal basis 
	Rule 2.2.1—Legal basis 

	Principle 2 Governance arrangements 
	Rule 2.4.1—Governance 

Rule 2.4.2—Handling of conflicts of interest (in part) 

Rule 2.4.6—Human resources 

	Principle 3 Framework for the comprehensive management of risks 
	Rule 2.4.4—Risk management (in part) 

Rule 2.4.11—Recovery and resolution 

	Principle 15 General business risk 
	Rule 2.4.4—Risk management (in part) 

Rule 2.4.7—Financial resources 

	Principle 17 Operational risk 
	Rule 2.4.4—Risk management (in part) 

Rule 2.4.8—Integrity and security of computer systems and other systems 

Rule 2.4.9—Operational reliability 

Rule 2.4.10—Business continuity planning

	Principle 18 Access and participation 
	Rule 2.2.2—Access and participation requirements 

	Principle 19 Tiered participation arrangements 
	Rule 2.2.2—Access and participation requirements (in part) 

Rule 2.4.4—Risk management (in part) 

	Principle 20 Financial market infrastructure links 
	Rule 2.4.4—Risk management (in part) 

	Principle 21 Efficiency and effectiveness 
	Rule 2.2.3—Security, efficiency and effectiveness of services 

Rule 2.4.5—Resources 

	Principle 22 Communication procedures and standards 
	Rule 2.3.7—Communication procedures and standards 

	Principle 23 Disclosure of rules, key procedures and market data 
	Rule 2.5.1— Disclosure of rules, procedures and other information 

Rule 2.5.2—Public disclosures 

	Principle 24 Disclosure of market data by trade repositories 
	Rule 2.3.4––Provision of access to derivative trade data 

Rules 2.3.5 and 2.3.6 —Creation and disclosure of statistical data


The Rules are described in more detail in Attachment A.

Commencement of Rules

The Rules commence on the day after they are registered under the Legislative Instruments Act 2003. The Rules will only apply in practice once a derivative trade repository operator obtains a licence. At present there is no requirement on a derivative trade repository operator to obtain a licence, although as noted an operator may seek a licence in order to provide trade reporting services for the purposes of the Australian trade reporting regime.
Consultation

CP 201

On 15 March 2013, ASIC released Consultation Paper 201 Derivative trade repositories (CP 201) proposing draft derivative trade repository rules, and draft regulatory guidance on ASIC’s proposed approach to granting Australian derivative trade repository licences and how to apply for them. The consultation period ended 12 April 2013.  ASIC received 8 written submissions (including 1 confidential submission), and also conducted meetings with relevant stakeholders. Non-confidential submissions are available on ASIC’s website.
 Generally, submissions were supportive of the approach taken, and there were few substantive issues raised.  The following is a summary of the key issues raised in consultation and ASIC’s response to those issues.

Accuracy and completeness of data

In CP 201, ASIC proposed that operators of licensed derivative trade repositories be required to establish, implement and maintain policies, procedures, systems and controls to ensure that derivative trade data reported to the trade repository is and remains at all times complete, accurate and current. A number of respondents to CP 201 submitted that operators should not be responsible for the accuracy of the derivative trade data reported, on the basis that operators will not have ready access to or direct knowledge of, among other things, the terms of the derivative transaction that is reported. 

ASIC considers the accuracy of reports to be an important issue that is integral to the reliability of the information provided to regulators from derivative trade repositories. ASIC does, however recognise that an operator of a licensed derivative trade repository will have limited visibility into the economics of a derivative transaction. In response to the feedback received, ASIC has amended Rule 2.3.1 so that the operator’s obligation is to establish, implement, maintain and enforce policies, procedures, systems and controls designed to provide reasonable assurance that the derivative data reported to it is and remains at all times complete, accurate and current. ASIC will also consider providing regulatory guidance on compliance with Rule 2.3.1.
Commercialisation of trade repository data

A respondent to CP 201 submitted that there should be express permission in the rules for a derivative trade repository licensee to permit the use of derivative trade data for non-statistical (commercial) purposes. ASIC recognises that the ability to commercialise derivative trade data may assist in maintaining lower pricing levels for users of the derivative trade repositories. However, ASIC also recognises that granting derivative trade repository licensees permission to commercialise data raises concerns for counterparties regarding confidentiality and intellectual property. 

ASIC has amended Rule 2.3.3 to permit operators to commercialise data that has been already been made public under the relevant rules, or otherwise where the participant and relevant counterparties have consented. This position is broadly consistent with international regulations, and ASIC will keep this issue under review as commercialisation practices develop in Australia and overseas. Rule 2.3.3 as amended will also provide that an operator of a trade repository must not induce or attempt to induce a participant to consent to the use or disclosure of the participant’s derivative trade data by selectively offering incentives or benefits that are not reasonably related to the value to the operator of using or disclosing the derivative trade data.

Bundling of services

A number of respondents to CP 201 raised the issue of whether ‘bundling’ of trade reporting services with non-trade reporting services should be permitted by licensed derivative trade repositories. Bundling of services involves providing services to customers on a ‘tied’ basis. For example, if a customer uses clearing services they must also use that entity’s or group’s trade repository services for those cleared trades.

ASIC has considered this issue and is of the view that specific rules requiring open and non-discriminatory access to services (see Rule 2.2.2) and operational separation of functions (see Rule 2.4.12), together with the general protections of the Australian Competition and Consumer Act 2010, adequately provide for the concerns raised at this time. ASIC will also consider providing regulatory guidance on bundling.
Regulator Access to data

In CP 201, ASIC proposed rules concerning access by Australian and foreign regulators to derivative trade data. Some respondents to CP 201 submitted that Australian regulators should not have ‘blanket’ access rights to derivative trade repository data, with access instead being based upon the function and purpose of those regulatory bodies.

Access to derivative trade data by relevant regulators is fundamental to the objective of implementing a trade reporting regime and establishing trade repositories in the OTC derivatives market. ASIC has amended Rule 2.3.4 to recognise that an operator of a licensed derivative trade repository that receives a request from an Australian Regulator (i.e. ASIC, APRA and the RBA) for derivative trade data, is excused from complying with the request unless the request is for derivative trade data that is required by the Australian regulator in connection with the performance of its functions or exercise of its powers. This approach is consistent with the proposed principles guiding access by regulators to derivative trade data in the April 2013 CPSS-IOSCO Consultative report on Authorities' access to trade repository data
.

Information capable of identifying counterparties

In CP 201, ASIC proposed rules concerning creation and public disclosure of statistical data based on derivative trade data that is retained in the derivative trade repository. A number of submissions raised concerns about the potential to identify counterparties from the data published by trade repositories under the statistical data reporting requirements. ASIC aims to balance the need to publicly share derivative trade data against the maintenance of anonymity for counterparties who have reported information to a derivative trade repository. 

In light of concerns raised by submissions, ASIC has amended Rule 2.3.5 to provide greater clarity on the statistical information published by trade repositories. Additionally, subrule 2.3.5(6) now provides that the statistical data published under the rules must not include derivative trade data capable of identifying a counterparty to a derivative transaction. The approach taken in Rule 2.3.5 is consistent with that of other jurisdictions.
Legal status of records

In CP 201, ASIC proposed that the derivative trade repositories rules, procedures and contractual arrangements must clearly define the legal status of the records of derivative trade data retained in the derivative trade repository. One respondent submitted that there was potential confusion around the precise legal status of trade reports that have been recorded by the trade repository. The respondent was concerned that this would be regarded as the final determinant of the legal status of the trade or the enforceability of its terms, whereas such matters were already commonly dealt with in industry-standard documentation.

In accordance with the general position adopted in other jurisdictions and the explanatory note to CPSS-IOSCO Principle 1 (Legal basis), and taking into account feedback from respondents, ASIC has amended Rule 2.2.1 to remove the requirement for the operator of a derivative trade repository to clearly define the legal status of records of derivative trade data retained in the trade repository.

Derivative transaction rules

A separate consultation was also held in April/May 2013 to address the trade reporting obligations imposed by any derivative transaction rules: See ASIC Consultation Paper 205: Derivative transaction reporting (CP 205) released on 28 March 2013. It is anticipated that the ASIC Derivative Transaction Rules (Reporting) 2013 will commence at the same time as these Rules.
Regulation Impact Statement and section 903F matters
In making the Rules, ASIC has consulted on, and has had regard to, the likely effect of the proposed rule on the Australian economy, and on the efficiency, integrity and stability of the Australian financial system and the likely regulatory impact of the proposed rule, as required by section 903F of the Act. ASIC has also had regard to other matters that ASIC considers relevant, including relevant international standards, international commitments and matters raised in consultation under section 903G of the Act.

ASIC notes in this regard that:

· the Rules are intended to be as consistent as possible with international standards and the broader G20 commitments, and are therefore likely to facilitate competition and entry into the market;

· notwithstanding the scope of the discretion conferred upon ASIC by section 903A, ASIC intends to minimise, to the extent it considers reasonable, the compliance burden imposed under the Rules;

· ASIC’s approach has received the broad support of business in consultations to date.

A Regulation Impact Statement has not been prepared in relation to the Rules. ASIC has complied with the Government’s regulatory impact analysis process and submitted a Preliminary Assessment Form to the Office of Best Practice Regulation (OBPR).  The OBPR considers that the amendments have a ‘minor’ impact on business or the not-for-profit sector and no Regulation Impact Statement is required.

Statement of Compatibility with Human Rights 
A Statement of Compatibility with Human Rights is included in this Explanatory Statement at Attachment B.

 ATTACHMENT A – Provision-by-provision description of the instrument

Capitalised terms used in this Attachment have the same meaning as in the Rules
CHAPTER 1: INTRODUCTION
Part 1.1 Preliminary

Rule 1.1.1 Enabling legislation

Rule 1.1.1 provides that ASIC makes the instrument under section 903A of the Act. Section 903A of the Act empowers ASIC to make derivative trade repository rules dealing with matters as permitted by that section.
Rule 1.1.2 Title

Rule 1.1.2 provides that the title for the instrument is ASIC Derivative Trade Repository Rules 2013.
Rule 1.1.3 Commencement

Rule 1.1.3 provides that the provisions of the instrument commence on the day after the instrument is registered under the Legislative Instruments Act 2003.

Rule 1.1.4 Penalty amounts for each Rule

Subrule 1.1.4(1) provides that, for subsection 903A(4) of the Act, the penalty amount specified under a Rule is the penalty amount for that Rule. Subsection 903A(4) of the Act provides that       the derivative trade repository rules may specify a penalty amount for a rule, and a penalty amount must not exceed 1,000 penalty units (currently, $170,000: see section 4AA of the Crimes Act 1914).
Subrule 1.1.4(2) provides that if no penalty amount is specified under a Rule, there is no penalty amount for that Rule.

Part 1.2 Interpretation

Rule 1.2.1 References to time
Rule 1.2.1 provides that in the Rules, unless the contrary intention appears, a reference to time is to Australian Eastern Time, or Australian Eastern Daylight Time, as relevant, in Sydney, Australia. 
Rule 1.2.2 Words and expressions defined in the Corporations Act
Rule 1.2.2 provides that words and expressions defined in the Corporations Act will, unless otherwise defined or specified in the Rules or the contrary intention appears, have the same meaning in the Rules. The note to Rule 1.2.2 notes that, for convenience, some words and expressions defined in the Act are cross-referenced in Rule 1.2.3.
Rule 1.2.3 Definitions

Rule 1.2.3 provides definitions for the following terms used in the Rules: 

· Act; 

· Ancillary Services;

· APRA;

· ASIC;

· Australian Regulator;

· Derivative Position Information;

· Derivative Trade Data;

· Derivative Trade Repository;
· Derivative Transaction;

· Derivative Transaction Information;

· Indirect Participant;

· Licence;

· Linked Entities;

· Non-Trade Reporting Services;

· Officer;

· Operator;

· Participant;
· Prescribed Derivative Trade Repository;

· Prescribed Foreign Regulator;
· RBA;

· Reporting Entity;

· Reporting Requirements;

· Rules;

· Trade Reporting Services;
· Trade Repository; and
· Users.
Chapter 2: Obligations of officers and operators
The Rules in Chapter 2 impose obligations on Officers and Operators of Trade Repositories in relation to the matters specified in section 903A of the Act.

Part 2.1 Obligations of Officers

Rule 2.1.1 Obligations of Officers
Under paragraph 903A(3)(a) of the Act, the derivative trade repository rules may, subject to Division 4 of Part 7.5A of the Act, deal with matters incidental or related to matters referred to in subsection 903A(2), including specifying the persons (being persons referred to in section 903B) who are required to comply with requirements imposed by the rules. Section 903B of the Act provides that the only persons on whom the derivative trade repository rules may impose requirements are operators and officers of licensed derivative trade repositories.
The obligations under Chapter 2 of the Rules are generally imposed on the Operator of a Trade Repository (being a licensed derivative trade repository as defined in section 761A of the Act: see Rule 1.2.3). Rule 2.1.1 imposes an obligation on each Officer of a Trade Repository to take all reasonable steps to ensure the Operator of the Trade Repository complies with its obligations under the Rules. 

‘Officer’ when used in section 903B and Rule 2.1.1, has the meaning given by section 9 of the Act and in relation to a corporation includes a director, secretary, and a person who makes or participates in decisions that affect the whole, or a substantial part of the business of the corporation. ‘Operator’ is not defined for the purposes of section 903B, however under section 905B of the Act, the derivative trade repository licensee will be the body corporate authorised to operate the Trade Repository.
Part 2.2 Manner in which the Trade Repository provides it services
As permitted by paragraph 903A(2)(a) of the Act, Part 2.2 of the Rules deals with the manner in which Trade Repositories provide their services. 
Rule 2.2.1 Legal Basis
Rule 2.2.1 deals with the legal basis of a Trade Repository’s services. Rule 2.2.1 broadly reflects CPSS-IOSCO Principle 1 (Legal basis) and the relevant key considerations for that Principle.

The legal basis includes the legal framework within which the Trade Repository provides services, and the Trade Repository’s rules, procedures, and contractual arrangements.
 The legal basis defines, or provides the foundation for defining, the rights and obligations of
:

· the Operator of the Trade Repository;

· Users of the Trade Repository, being:

· Participants in the Trade Repository (i.e. Reporting Entities, or persons that report on behalf of Reporting Entities, to which the Trade Repository provides Trade Reporting Services: see Rule 1.2.3); and

· Linked Entities (i.e. other Derivative Trade Repositories, payment systems, central securities depositories, securities settlement systems, central counterparties and other services providers such as portfolio compression, reconciliation or collateral management service providers with which the Operator has operational and contractual arrangements in connection with the Trade Reporting Services: see Rule 1.2.3); and
· Indirect Participants (i.e. Reporting Entities that are not Participants but that comply with the Reporting Requirements under the ASIC Derivative Transaction Rules (Reporting) 2013 through a person that is a Participant) where there are ‘tiered’ participation arrangements. 

It is therefore critical that the legal basis, including rules, procedures and contractual arrangements, for each material aspect of the Trade Repository's services is clear, transparent and enforceable, as required under subrule 2.2.1(1). There must be a high degree of certainty that actions taken by the Operator under its rules, procedures and contractual arrangements will not be voided, reversed or subject to stays, including in a recovery or wind-down situation. 
The aspects of a Trade Repository’s services that are ‘material’ for the purposes of subrule 2.2.1(1) include the acceptance, retention, use disclosure and provision of access to Derivative Trade Data. Under subrule 2.2.1(2), the Operator is specifically required to have documented and enforceable rules, procedures and contractual arrangements in relation to the acceptance, retention, use, disclosure and provision of access to Derivative Trade Data. Those rules, procedures and contractual arrangements must clearly define the rights and obligations of the Operator, Users and, if applicable, Indirect Participants, with respect to acceptance, retention, use, disclosure and provision of access to Derivative Trade Data (see paragraph 2.2.1(3)(a)). This includes, without limitation, the obligations of the Operator with respect to minimum service levels, operational reliability and maintaining the integrity, security and confidentiality of Derivative Trade Data, and the rights of Users with respect to access to the Derivative Trade Data. The procedures for the resolution of disputes between the Operator and Users must also be clearly defined (see paragraph 2.2.1(3)(b)).

The Operator’s rules, procedures and contractual arrangements must be consistent with the legal framework in this jurisdiction, which includes the Rules, the ASIC Derivative Transaction Rules (Reporting) 2013, the Corporations legislation (as defined in section 9 of the Act) and any other applicable law of a State or Territory or law of the Commonwealth (see subrule 2.2.1(4)). 
Where the Trade Repository provides services in more than one jurisdiction (e.g. where the legal framework may be different) the Operator must take all reasonable steps to identify and mitigate any risks arising from any potential conflict of laws across those jurisdictions (see subrule 2.2.1(5)). 

Rule 2.2.2 Access and participation requirements

Rule 2.2.2 deals with access to and participation in the Trade Repository’s services. Rule 2.2.2 broadly reflects CPSS-IOSCO Principle 18 (Access and participation) and the relevant key considerations for that Principle.

Subrule 2.2.2(1) provides that an Operator must have and apply objective conditions for access to and participation in the Trade Repository’s services that permit open and non-discriminatory access to and participation in the Trade Repository by Users and, if applicable, Indirect Participants. The note to paragraph 903A(2)(a) of the Act specifically states that the derivative trade repository rules ‘may (for example) require licensed derivative trade repositories to provide open and non‑discriminatory access to their services’.
Ensuring open and non-discriminatory access to, and participation in, Trade Repositories is essential because Participants and Indirect Participants that are Reporting Entities require access to Trade Repositories to comply with their obligations under the ASIC Derivative Transaction Rules (Reporting) 2013.  
The access and participation conditions must include conditions reasonably designed to ensure Users and, if applicable, Indirect Participants do not pose undue risks to the secure, efficient and effective operation of the Trade Repository (see subrule 2.2.2(2)). In appropriate circumstances this may include, for example, conditions reasonably designed to ensure that Participants have the necessary IT capability, competency, training and resources to use the Trade Repository’s services.
Conditions other than conditions referred to in subrule 2.2.2(2), must not unreasonably prohibit or limit access to or participation in the Trade Repository, and the Operator must not impose unreasonable conditions on participation or access (subrule 2.2.2(3)). Subrule 2.2.2(3) seeks to ensure that conditions other than conditions reasonably designed to mitigate risk, have the least-restrictive impact on access and participation that circumstances permit.
 

Under subrule 2.2.2(4), an Operator must monitor compliance with its access and participation conditions on an ongoing basis and have clearly defined procedures for facilitating the disciplining, suspension or orderly exit of a User that breaches or no longer meets the access or participation conditions. 

Rule 2.2.3 Security, efficiency and effectiveness of services

Rule 2.2.3 deals with the security, efficiency and effectiveness of the Trade Repository’s services. Rule 2.2.3 broadly reflects CPSS-IOSCO Principle 21 (Efficiency and effectiveness) and the relevant key considerations for that Principle.

Subrule 2.2.3(1) provides that an Operator must ensure that the Trade Repository’s services are provided at all times in a secure, efficient and effective manner. ‘Efficiency’ in the context of Rule 2.2.3 includes, for example, the resources used by the Trade Repository to perform its functions, while ‘effectiveness’ includes, for example, whether the Trade Repository is meeting its objectives.
 

Subrule 2.2.3(2) provides that an Operator must establish, implement, maintain and enforce mechanisms for regularly reviewing whether the Trade Repository is efficient and effective in meeting the requirements of Users, Australian Regulators (i.e. ASIC, APRA and RBA: see Rule 1.2.3), and the markets it serves. The note to subrule 2.2.3(2) provides by way of example that an Operator should regularly review its minimum service levels, operational reliability, cost-effectiveness and pricing. 

Part 2.3 Handling and use of derivative trade data by Trade Repositories and their Officers and Employees

As permitted by paragraph 903A(2)(b) of the Act, Part 2.3 of the Rules deals with the handling and use of derivative trade data by licensed derivative trade repositories and their officers and employees, including:

· the acceptance and retention of derivative trade data;

· the creation of statistical data from derivative trade data;

· the use and disclosure of, and provision of access to, derivative trade data (including statistical data created from derivative trade data).
Part 2.3 of the draft derivative trade repository rules broadly reflects CPSS–IOSCO Principle 24 (Disclosure of market data by trade repositories) and the relevant key considerations for that Principle. Part 2.3 is also consistent with the principles in the April 2013 CPSS-IOSCO Consultative report on Authorities’ access to trade repository data and the January 2012 CPSS-IOSCO Final report on OTC derivatives data reporting and aggregation requirements, which develops both for market participants reporting to Derivative Trade Repositories, and for Trade Repositories reporting to the public, minimum data reporting requirements and standardised formats and the methodology and mechanism for the aggregation of data on a global basis.
Rule 2.3.1 Acceptance of Derivative Trade Data

As permitted by subparagraph 903A(2)(b)(i) of the Act, Rule 2.3.1 deals with the acceptance of Derivative Trade Data by the Operator.

Under paragraph 905F(4)(b) of the Act, the Operator’s Licence must be subject to conditions that specify the class or classes of derivatives in respect of which the Trade Repository can provide services for the purposes of Part 7.5A of the Act. A core responsibility of an Operator is accepting Derivative Trade Data that it is licensed to accept. This is particularly important because, as noted in relation to access and participation requirements (see Rule 2.2.2), Reporting Entities are required to report Derivative Trade Data to Trade Repositories to comply with their obligations under the ASIC Derivative Transaction Rules (Reporting) 2013. Subrule 2.3.1(1) therefore provides that an Operator must accept from Participants Derivative Trade Data for all classes of Derivatives specified in the conditions of the Operator’s Licence. 
Subrule 2.3.1(2) also provides that an Operator must also establish, implement, maintain and enforce policies, procedures, systems and controls for the reporting of Derivative Trade Data to the Trade Repository. 
Under paragraph 2.3.1(3)(a), an Operator is specifically required to establish, implement, maintain and enforce policies, procedures, systems and controls reasonably designed to maintain a continuous, reliable and secure connection between the Trade Repository and Participants for the purposes of accepting Derivative Trade Data. 
One of the key objectives of the trade reporting regime is to ensure that Australian Regulators have access to a reliable source of Derivative Trade Data. Paragraph 2.3.1(3)(b) therefore also specifically requires the Operator to establish, implement, maintain and enforce policies, procedures, systems and controls designed to provide reasonable assurance that the Derivative Trade Data reported to the Trade Repository by Participants is and remains at all times complete, accurate and current.

Rule 2.3.2 Retention of Derivative Trade Data

As permitted by subparagraph 903A(2)(b)(i) of the Act, Rule 2.3.2 deals with the retention of Derivative Trade Data by the Operator.

Another core responsibility of an Operator is retaining current and historical Derivative Trade Data so that Participants, Australian Regulators and in some cases, Prescribed Foreign Regulators, can obtain access to that Derivative Trade Data to perform their regulatory functions.

Subrule 2.3.2(1) provides that an Operator must ensure that all Derivative Trade Data accepted by the Trade Repository, and each alteration and correction to that Derivative Trade Data, is recorded on a timely basis. This will help to ensure that Derivative Trade Data retained in the Trade Repository is at all times complete, accurate and current.
Subrule 2.3.2(2) provides that an Operator must retain all records of Derivative Trade Data, and any alterations or corrections to that Derivative Trade Data, from the date the record is made until five years have elapsed since the Derivative to which the Derivative Trade Data relates expires or terminates. 

Subrule 2.3.2(3) provides that an Operator must ensure that each record referred to in subrule 2.3.2(2) is, for the period of time that the record must be retained under that subrule, retained in a secure location and in an electronic format, and is immediately accessible by the Operator. 

Subrule 2.3.2(4) provides that an Operator must create at least one backup copy of the each record referred to in subrule 2.3.2(2) and must ensure that, for the period of time that the record must be retained under that subrule, the backup copy is retained in a secure location and in an electronic format, separate from the location of the record, and is accessible by the Operator within three business days.

Subrule 2.3.2(5) provides that Rule 2.3.2 applies subject to any direction given by ASIC under section 904K of the Act. Under section 904K, ASIC may make a direction relating to Derivative Trade Data if the Trade Repository ceases to be licensed, including a direction requiring an Operator or former Operator to destroy or transfer to another Trade Repository or a Prescribed Derivative Trade Repository all records of the Derivative Trade Data over which the Operator or former Operator has control. As a result of being subject to such directions under the Act, an Operator will not be found to have breached its obligations under Rule 2.3.2 by complying with such a direction.
Rule 2.3.3 Use and disclosure of Derivative Trade Data

As permitted by subparagraph 903A(2)(b)(iii) of the Act, Rule 2.3.3 deals with the use and disclosure of Derivative Trade Data by the Operator, its officer and employees.

Subsection 904B(1) of the Act provides that a derivative trade repository licensee, or an officer or employee of a derivative trade repository licensee may use or disclose derivative trade data only if the use or disclosure:

· subject to regulations made under subparagraph 904B(1)(a)(ii), is for the purpose of, or occurs in the course of, the provision of the repository’s services, or the performance of the duties of the officer or employee as an officer or employee of the licensee (see subparagraph 904B(1)(a)(i)); 

· is required or permitted by another provision of the Act, the Rules or the ASIC Derivative Transaction Rules (Reporting) 2013, or another law of the Commonwealth, or a law of a State or Territory (see paragraph 904B(1)(b)).

‘Derivative trade data’ as defined for the purposes of section 904B and the Rules includes statistical data created or derived from derivative trade data: see section 761A of the Act and Rule 1.2.3. 

Subrule 2.3.3(1) provides that an Operator must establish, implement, maintain and enforce policies, procedures, systems and controls designed to ensure that the Operator, its Officers and employees comply with section 904B of the Act in handling, using and disclosing Derivative Trade Data. Such policies, procedures, systems and controls would be expected to address, for example, the uses or disclosures of Derivative Trade Data that the Operator considers are covered by the exception in subparagraph 904B(1)(a)(i) of the Act.
Subrule 2.3.3(2) is a permission to use and disclose Derivative Trade Data in certain circumstances for the purposes of subparagraph 904B(1)(b)(ii) of the Act. Under that subrule, an Operator is permitted to use and disclose Derivative Trade Data that is, or that is created or derived from:

· Derivative Trade Data that the Operator has disclosed in accordance with Rule 2.3.5 (obligation to create and disclose weekly statistical data) or Rule 2.3.6 (permission to create and disclose financial year-to-date statistical data); 

· Derivative Trade Data other than Derivative Trade Data disclosed under Rule 2.3.5 and 2.3.6 that is, or that is created or derived from, Derivative Trade Data that has been reported to the Operator by a Participant, only if:

· the Participant that reported the Derivative Trade Data has given prior written consent to the use or disclosure of the Derivative Trade Data by the Operator; and

· if the Derivative Trade Data is capable of identifying a counterparty to a Derivative Transaction, that counterparty has consented in writing to the use or disclosure of the Derivative Trade Data.

Subrule 2.3.3(3) is designed to ensure that Trade Repositories do not expressly or impliedly force Participants to consent to the use and disclosure of their Derivative Trade Data for the purposes of paragraph 2.3.3(2)(b). Subrule 2.3.3(3) provides that, for the purposes of paragraph 2.3.3(2)(b), an Operator:

· must not require a Participant to consent to the use or disclosure of Derivative Trade Data reported by the Participant as a condition of the Participant’s access to the Trade Repository’s services; and 
· must not induce or attempt to induce a Participant to consent to the use or disclosure of the Participant’s Derivative Trade Data by offering or providing to the Participant incentives or benefits that are not offered or provided to Participants that do not consent to the use or disclosure of their Derivative Trade Data, unless the incentive or benefit is reasonably related to the value to the Operator of using or disclosing the Participant’s Derivative Trade Data.

An example of an incentive or benefit for the purposes of paragraph 2.3.3(3)(b) is a reduced fee, rate or charge for access to the Trade Repository’s services.
As noted in paragraph 1.181 of the Revised Explanatory Memorandum to the Corporations Legislation Amendment (Derivative Transactions) Bill 2012:

‘Commercialisation of trade data is therefore not absolutely prohibited.  The regulations or rules may potentially permit some kinds of commercialisation and may deal with the manner in which licensees may deal with property rights associated with data.’ 

Rule 2.3.4 Provision of access to Derivative Trade Data 
As permitted by subparagraph 903A(2)(b)(iii) of the Act, Rule 2.3.4 deals with the provision of access to Derivative Trade Data.

Rule 2.3.4 is designed to ensure that the provision of data from the Trade Repository to relevant regulators is supported from a legal, procedural, operational, and technological perspective.
 
Participant access 

Subrule 2.3.4(1) provides that, subject to subrule 2.3.4(4) (which deals with an entity that is suspended from being, or has ceased to be, a Participant in the Trade Repository), an Operator must provide each Participant with access to the records of the Derivative Trade Data that the Participant has reported to the Trade Repository, including access for the purposes of making necessary corrections or alterations to that Derivative Trade Data.

Subrule 2.3.4(2) provides that, to the extent not provided under subrule 2.3.4(1) and subject to subrule 2.3.4(4), an Operator must provide each Participant with access to the records of each Derivative Transaction for which the Participant is a counterparty or an person for the counterparty.

Subrule 2.3.4(3) provides that an Operator must ensure that its rules, procedures and contractual arrangements relating to the provision of access to Derivative Trade Data clearly define the categories of access available to Participants, if there is more than one category. It is noted that under Rule 2.2.1, the Operator’s rules, procedures and contractual arrangements must also clearly define the rights and obligations of Users with respect to the provision of access to Derivative Trade Data.

Subrule 2.3.4(4) provides that an Operator is not required to provide access under Rule 2.3.4 to a Participant that is suspended from being, or has ceased to be, a Participant in the Trade Repository.

Provision of access to Australian Regulators

Under subsection 904B(2) of the Act, ASIC, APRA, RBA, a person or body prescribed by regulations for the purposes of paragraph 904B(2)(d), or another derivative trade repository licensee, may require a derivative trade repository licensee to provide the person or body with derivative trade data that is retained in the derivative trade repository. The Regulations may require that certain information must not be included in derivative trade data provided pursuant to requests, or a class of requests, under subsection 904B(2): see subsection 904B(4). 
A derivative trade repository licensee that receives a request for derivative trade data under subsection 904B(2), must comply with the request, subject to any requirements of regulations made for the purposes of subsection 904B(4), unless the licensee is excused or prohibited from complying with the request by regulations made for the purposes of subparagraph 904B(5)(b)(i), the Rules or the ASIC Derivative Transaction Rules (Reporting) 2013: see subsection 904B(5).

While derivative trade data must be protected from improper disclosure, a fundamental purpose of the trade reporting regime is to ensure that relevant regulatory bodies have access to trade data.
 CPSS-IOSCO Principle 24 also recognises that:

‘Relevant authorities should have access to additional data recorded in a TR, including participant-level data, that is relevant to their respective regulatory mandates and legal responsibilities, which may include market regulation and surveillance, oversight of market infrastructures, prudential supervision, resolution of failed institutions, and systemic risk regulation.’

Under subrule 2.3.4(5) an Operator must provide to each Australian Regulator (i.e. ASIC, APRA or RBA: see Rule 1.2.3), if requested by that Australian Regulator and at no charge, continuous, direct and immediate electronic access to the following Derivative Trade Data retained in the Trade Repository:

· all Derivative Trade Data reported by Participants in accordance with the Reporting Requirements; and

· all information (including statistical data) that is created or derived from Derivative Trade Data reported by Participants in accordance with the Reporting Requirements.

It is noted that direct access may be provided through an electronic system, platform or framework that provides secure internet or web-based access to Derivative Trade Data, or by way of a direct real-time feed of Derivative Trade Data. Under subrule 2.3.4(5), an Operator may be required to provide access to aggregate-level data, position-level data and transaction-level data (including the identity of counterparties). 
Requests to provide data to Australian Regulators

Subrule 2.3.4(6) provides that, for the purposes of subparagraph 904B(5)(b)(ii) of the Act, an Operator that receives a request from an Australian Regulator under subsection 904B(2) of the Act for Derivative Trade Data retained in the Trade Repository, including a request for Derivative Trade Data referred to in subrule 2.3.4(5), is excused from complying with the request unless the request is for Derivative Trade Data that is required by the Australian Regulator in connection with the performance of its functions or exercise of its powers. 
The limitation provided for in subrule 2.3.4(6) is designed to address concerns raised in submissions to CP 201 that regulators should only have access to Derivative Trade Data held in a Trade Repository in accordance with the regulator’s mandate, by expressly recognising that access by Australian Regulators must be in connection with the exercise or performance of the relevant regulators’ functions and powers. 

Subrule 2.3.4(7) also provides that an Operator that receives a request from an Australian Regulator under subsection 904B(2) of the Act for Derivative Trade Data retained in the Trade Repository, including a request for Derivative Trade Data referred to in subrule 2.3.4(5), must comply with any reasonable requirement specified in the request to provide the Derivative Trade Data:

· on an ad hoc or periodic basis, or each time a particular circumstance or event occurs; 

· by a specified time; and/or 

· in a specified format.

Subrule 2.3.4(7) is designed to ensure Operators are ready to respond to requests by Australian Regulators under subsection 904B(2) of the Act in a timely and flexible manner.

Requests to provide data to Prescribed Foreign Regulators

OTC derivatives markets are global in nature with market participants frequently engaging in cross-border Derivative Transactions. Derivative Trade Data retained in a Derivative Trade Repository licensed under the Australian regime may be relevant to a regulator in another jurisdiction. As noted in paragraph 1.185 of the Revised Explanatory Memorandum to the Corporations Legislation Amendment (Derivative Transactions) Bill 2012: 
‘It is intended that the regulations will provide for the sharing of trade data with appropriate foreign financial markets regulators.’ 
In anticipation of appropriate foreign financial markets regulations being prescribed under regulations made for the purposes of paragraph 904B(2)(d) of the Act, subrule 2.3.4(8) provides for limitations on requests by ‘Prescribed Foreign Regulators’ (defined in Rule 1.2.3 to mean ‘a person or body that has functions or powers relating to the regulation of Derivative Trade Repositories or markets in Derivatives in a foreign jurisdiction, and that is prescribed under regulations made for the purposes of paragraph 904B(2)(d) of the Act’). 
Subrule 2.3.4(8) provides that, for the purposes of subparagraph 904B(5)(b)(ii) of the Act, an Operator that receives a request from a Prescribed Foreign Regulator under subsection 904B(2) of the Act for Derivative Trade Data retained in the Trade Repository, is excused from complying with the request unless:

· the request is for:

· Derivative Trade Data reported by Participants in accordance with the Reporting Requirements; or

· information (including statistical data) that is created or derived from Derivative Trade Data reported by Participants in accordance with the Reporting Requirements (paragraph 2.3.4(8)(a));

· the Derivative Trade Data is required by the Prescribed Foreign Regulator in the performance of its functions or exercise of its powers (paragraph 2.3.4(8)(b)); and

· the request is made subject to and in accordance with internationally accepted regulatory access standards applicable to Derivative Trade Repositories (paragraph 2.3.4(8)(c)).

Paragraph 2.3.4(8)(a) in particular is designed to ensure that Prescribed Foreign Regulators are only able to rely on subsection 904B(2) of the Act to request data from Operators licensed under the Australian regime where the data is data retained in accordance with the Australian regime. It is noted that under subrule 2.3.4(8), an Operator may be required to provide the Prescribed Foreign Regulator with aggregate-level data, position-level data or transaction-level data (including the identity of counterparties), depending on the Prescribed Foreign Regulator’s regulatory mandate. 
Limitations on access and request

Subrule 2.3.4(9) makes it clear that subrules 2.3.4(5) to (8) operate subject to any requirements of regulations made for the purposes of subsection 904B(4) and subparagraph 904B(5)(b)(i) of the Act. As at the date of making the Rules, no Regulations have been made under those provisions.
Information taken to be given to ASIC in confidence

Subsection 903A(5) of the Act provides that the derivative trade repository rules may provide, either generally or in circumstances specified in the rules, that information given to ASIC, by the operator (or an officer of the operator) of a licensed derivative trade repository, under a provision of Part 7.5A, or  regulations made for the purpose of Part 7.5A, or the derivative transaction rules or the derivative trade repository rules, is to be taken, for the purpose of section 127 (confidentiality) of the ASIC Act, to be given to ASIC in confidence in connection with the performance of ASIC’s functions under the Corporations Act.  Under subsection 903A(6) of the Act,  derivative trade repository rules that provide as mentioned in subsection 903A(5) have effect accordingly for the purpose of section 127 of the ASIC Act. 

Subrule 2.3.4(10) makes such provision for the purposes of subsection 903A(5) of the Act. However, subrule 2.3.4(10) does not apply to information that has been made publicly available in accordance with Part 7.5A, or  regulations made for the purpose of Part 7.5A, or the Rules or the ASIC Derivative Transaction Rules (Reporting) 2013, or as otherwise required or permitted by law. Subrule 2.3.4(10) does not limit the circumstances in which information given to ASIC by an Operator, or an Officer of an Operator, may, for the purpose of section 127 of the ASIC Act, be regarded as having been given to ASIC in confidence in connection with the performance of ASIC’s functions under the Act.
Under subrule 2.3.4(11), an Operator must not disclose that:

· a request for particular Derivative Trade Data was made under subsection 904B(2) of the Act, or that particular Derivative Trade Data was provided in compliance with such a request; 

· access to particular Derivative Trade Data was provided in accordance with subrule 2.3.4(5), 

other than for the purposes of seeking legal advice or as required by law. Subrule 2.3.4(11) seeks to ensure that requests for Derivative Trade Data remain confidential so that, for example, an investigation is not prejudiced by a person becoming aware that an Australian Regulator has requested Derivative Trade Data in connection with that person’s Derivative Transactions. 
Rule 2.3.5 Creation and disclosure of statistical data

As permitted by subparagraph 903A(2)(b)(ii) of the Act, Rule 2.3.5 deals with the creation and disclosure of statistical data from Derivative Trade Data.
Failure to properly provide mandated statistical data may harm the efficient operation of financial markets in derivatives and may have a significant impact on the participants in those markets.
 CPSS-IOSCO Principle also 24 recognises that: 
‘At a minimum, a TR should provide aggregate data on open positions and transaction volumes and values and categorised data (for example, aggregated breakdowns of trading counterparties, reference entities, or currency breakdowns of products), as available and appropriate, to the public.’

Subrule 2.3.5(1) provides that an Operator must create and disclose in accordance with Rule  2.3.5 statistical data on Derivative Trade Data (referred to in Rule 2.3.5 as ‘Relevant Derivative Trade Data’) that is retained in the Trade Repository and that was reported to the Trade Repository by Participants in accordance with the ASIC Derivative Transaction Rules (Reporting) 2013.

Subrule 2.3.5(2) provides that, or the purposes of subrule 2.3.5(1), an Operator must, for each 7-calendar day period (referred to in Rule 2.3.5 as the ‘Relevant Period’) commencing from the day the Operator first accepts a report of Relevant Derivative Trade Data, create certain statistical data from the Relevant Derivative Trade Data, being:

· all aggregate open positions as at the end of the last day in the Relevant Period for which the statistical data is created; and

· volumes by number and by value of Derivative Transactions reported during the Relevant Period.

Subrule 2.3.5(3) provides that the statistical data created in accordance with subrule 2.3.5(2) must include breakdowns by the following categories (if applicable):

· the asset class, currency of the notional amount, type (e.g. options, forwards, swaps) and maturity of the Derivatives to which the statistical data relates;

· the geographic location of the reference asset, rate, index, commodity or other thing underlying the Derivatives to which the statistical data relates (e.g. Australia for currency-based or interest rate derivatives which reference the Australian dollar); and
· whether the Derivatives to which the statistical data relates are cleared or uncleared.

Subrule 2.3.5(4) provides that, subject to subrule 2.3.5(6) (dealing with counterparty information), an Operator must disclose the statistical data required under subrules 2.3.5(1)–(3) in relation to a Relevant Period, from a day that is between 3–5 business days after the day on which the Relevant Period ends. 
Subrule 2.3.5(5) provides that an Operator must disclose the statistical data required under subrules (1)–(3) by making the statistical data available at no charge and through a publicly accessible website.

Subrule 2.3.5(6) provides that the statistical data published under Rule 2.3.5 must not include Derivative Trade Data capable of identifying a counterparty to a Derivative Transaction.
Rule 2.3.6 Permission to create and disclose financial year-to-date statistical data

Subrule 2.3.6(1) provides that, subject to subrule 2.3.6(2), an Operator may publish the statistical data created and disclosed in accordance with paragraph 2.3.5(2)(b), aggregated in financial-year-to-date form, by making the aggregated financial year-to-date statistical data available at no charge and through a publicly accessible website.

Subrule 2.3.6(2) provides that the statistical data published under this Rule 2.3.6 must not include Derivative Trade Data capable of identifying a counterparty to a Derivative Transaction.

Rule 2.3.7 Communication procedures and standards

Rule 2.3.7 broadly reflects CPSS–IOSCO Principle 22 (Communication procedures and standards) and the relevant key considerations for that Principle. 

CPSS-IOSCO Principle 22 recognises that the ability of Users to communicate with a Trade Repository in a timely, reliable and accurate manner is key to achieving efficient recording of Derivative Trade Data.
 
Rule 2.3.7 therefore provides that an Operator must use or, at a minimum, accommodate, relevant internationally accepted communication procedures and standards to facilitate accurate, consistent, efficient and reliable acceptance, retention, use, disclosure and provision of access to Derivative Trade Data by the Trade Repository. A Trade Repository may accommodate a relevant internationally accepted communication standard by, for example, using systems that translate or convert data from international standards into the domestic equivalent and vice versa.

‘Communication procedures’ in the context of Rule 2.3.7 includes, for example, a standardised communication procedure that provide a common set of rules across systems for exchanging messages.
  ‘Communication standards’ in the context of that Rule includes, for example, standardised messaging formats and reference data standards for identifying Derivatives and counterparties (e.g. legal entity identifiers).
 
Part 2.4 Governance, management and resources

As permitted by paragraph 903A(2)(c) of the Act, Part 2.4 of the Rules deals with the governance, management and resources (including financial, technological and human resources) of Trade Repositories.
Rule 2.4.1 Governance

Rule 2.4.1 broadly reflects CPSS-IOSCO Principle 2 (Governance) and the relevant key considerations for that Principle.

Given the importance of Trade Repositories and the fact that their decisions can have widespread impact, it is essential for a Trade Repository to place a high priority on the safety and efficiency of its operations and explicitly support financial stability and other relevant public interests. Supporting the public interest is a broad concept that includes, for example, fostering fair and efficient markets.

Subrule 2.4.1(1) provides that an Operator must establish, implement and maintain documented arrangements for the governance and management of the Trade Repository that are clear and transparent, promote the secure, efficient and effective operation of the Trade Repository, and support the stability of the broader financial system, other relevant public interest considerations, and the objectives of Users. A Trade Repository, for example, should have objectives, policies, and procedures that support the effective and appropriate disclosure of market data to Australian Regulators and the public (see CPSS-IOSCO Principle 24 and Rules 2.3.4, 2.3.5 and 2.3.6).
Subrule 2.4.1(2) provides that the governance and management arrangements referred to in subrule 2.4.1(1) must provide for:

· clear and direct lines of accountability in the governance and management of the Trade Repository; 

· clearly defined roles and responsibilities for the Operator’s governing body and management in the governance and management of the Trade Repository, including roles and responsibilities in relation to the identification, measurement, monitoring and management of risks;

· clearly defined decision-making processes, including processes for:

· decision making in crises and emergencies; and 

· ensuring significant decisions in relation to the design, rules or overall strategy of the Trade Repository are made taking into account the objectives of Users and, where appropriate, are disclosed to Users; and

· internal control functions (including compliance, audit and review functions) to be exercised by persons with adequate authority, independence, resources, and access to the governing body and senior management to perform the control function.

Rule 2.4.2 Handling conflicts of interest

As permitted by subparagraph 903A(2)(c)(i) of the Act, Rule 2.4.2 deals with the handling of conflicts of interest.

Ensuring that proper governance arrangements exist for appropriate identification, disclosure and management of conflicts of interest is important to ensuring that an Operator is able to operate in a secure, efficient and effective manner, and retains the confidence of Users and Australian Regulators alike, as well as market stakeholders more broadly. As Explanatory Note 3.2.5 to CPSS–IOSCO Principle 2 states:

‘[A] trade repository should ensure that it effectively identifies and manages conflicts of interests that may arise between its public role as a centralised data repository and its own commercial interests, particularly if it offers services other than record keeping.’
Rule 2.4.2 therefore provides that an Operator must establish, implement, maintain and enforce documented arrangements for identifying and effectively managing (including by avoiding, controlling or disclosing) any actual or potential conflicts between: 

· the interests of the Operator, its related bodies corporate or members of the Operator’s governing body, and the interests of Users; 

· the interests of different Users; and

· the interests of the Operator, its related bodies corporate or members of the Operator’s governing body, and the need to ensure the Trade Repository’s services are provided in a secure, efficient and effective manner. 
Rule 2.4.3 Monitoring and enforcement of compliance with obligations

As permitted by subparagraph 903A(2)(c)(ii) of the Act, Rule 2.4.3 deals with the monitoring and enforcement of compliance with obligations.
Obligations relating to monitoring and enforcing compliance are necessary to give Users and ASIC confidence that the Operator is able to comply with all of its relevant obligations and has robust internal controls, including mechanisms for regular reviews of its compliance and effective identification of instances of non-compliance. 

Subrule 2.4.3(1) therefore provides that an Operator must establish, implement, maintain and enforce policies, procedures, systems and controls for monitoring and enforcing compliance by its officers and employees with the Rules, the ASIC Derivative Transaction Rules (Reporting) 2013 and the Corporations legislation and any other applicable law of a State or Territory or law of the Commonwealth.

Subrule 2.4.3(2) provides that, without limiting subrule 2.4.3(1), the Operator must ensure that the arrangements, rules, procedures, policies, plans, systems and controls required by this Chapter are reviewed, audited and tested periodically and after significant changes, to ensure compliance with the Rules. This would include for example, reviewing, auditing and testing periodically the business continuity plans required by Rule 2.4.10 and the plans for recovery and resolution required by Rule 2.4.11.
Rule 2.4.4 Risk management
Rule 2.4.4 broadly reflects elements of:

· CPSS-IOSCO Principle 2 (Governance);

· CPSS-IOSCO Principle 3 (Framework for comprehensive management of risks);

· CPSS–IOSCO Principle 15 (General business risk);
· CPSS–IOSCO Principle 17 (Operational risk);
· in relation to Linked Entities, CPSS–IOSCO Principle 20 (FMI links),

and key considerations in relation to those Principles.

Subrule 2.4.4(1) provides that an Operator must establish, implement, maintain and enforce policies, procedures, systems and controls to enable the Operator to identify, measure, monitor and effectively manage risks to the secure, efficient or effective operation of the Trade Repository, including legal, operational and business risks.

Subrule 2.4.4(2) provides that, in establishing, implementing and maintaining the policies, procedures, systems and controls required by subrule 2.4.4(1), the Operator must take into account, at a minimum, legal, operational and business risks that arise or may arise: 

· from Users and, if applicable, Indirect Participants;

· in relation to the Operator’s operational and contractual arrangements with Linked Entities
; and 

· from the provision of Non-Trade Reporting Services (including any Ancillary Services such as trade matching, trade confirmation and portfolio compression: see Rule 1.2.3) by the Operator, a related body corporate (within the meaning of section 9 of the Act) of the Operator, or any other company with which the Operator has a material agreement in connection with Trade Reporting Services.

Rule 2.4.4 is complemented by specific obligations relevant to the management of legal, operational and business risks set out in Rule 2.2.1 (Legal basis), Rule 2.4.5 (Resources), Rule 2.4.7 (Financial resources), 2.4.8 (Integrity and security of computer systems and other systems), Rule 2.4.9 (Operational reliability), Rule 2.4.10 (Business continuity planning), Rule 2.4.11 (Recovery and resolution) and Rule 2.4.12 (Operational separation of functions). 

Rule 2.4.5 Resources
As permitted by subparagraph 903A(2)(c)(iii) of the Act, Rule 2.4.5, along with Rules 2.4.6 and 2.4.7, deals with the resources that licensed derivative trade repositories should have.
Rule 2.4.5 provides that an Operator must establish and maintain sufficient and appropriate human, technological and financial resources to ensure that the Trade Repository operates at all times securely, efficiently and effectively. Rule 2.4.5 is complemented by specific requirements in Rule 2.4.6 in relation to human resources, and Rule 2.4.7 in relation to financial resources.
Rule 2.4.5 is consistent with requirements imposed on other types of financial market infrastructures in this jurisdiction, including financial markets and clearing and settlement facilities (see paragraph 792A(d) in relation to market licensees, and paragraph 821A(d) in relation to clearing and settlement facility licensees).

Rule 2.4.6 Human resources

As permitted by subparagraph 903A(2)(c)(iii) of the Act, Rule 2.4.6 deals with the human resources that licensed derivative trade repositories should have (including requirements relating to the experience, qualifications or fitness for office of operators and their officers and employees).

Rule 2.4.6 broadly reflects CPSS-IOSCO Principle 2 (Governance) and key considerations 2.4 and 2.5 of that Principle.

Rule 2.4.6 provides that, without limiting Rule 2.4.5, an Operator must at all times ensure its Officers, managers and employees are fit for office, taking into account the experience, qualifications and skills necessary to perform their respective roles and responsibilities in the governance, management and operation of the Trade Repository
Rule 2.4.7 Financial resources

As permitted by subparagraph 903A(2)(c)(iii) of the Act, Rule 2.4.7 deals with the financial resources that licensed derivative trade repositories should have.

Rule 2.4.7 broadly reflects CPSS-IOSCO Principle 15 (General business risk) and the key considerations of that Principle.
Subrule 2.4.7(1) provides that, without limiting Rule 2.4.5, an Operator must hold at all times net assets funded by equity (such as shares, disclosed reserves or other retained earnings) that, at a minimum, are equal to an amount that would enable the Trade Repository to cover at least six months of current operating expenses, calculated on a rolling basis at the end of each month.

It is noted that ASIC may also specify financial resources that the Operator is required to hold, in the conditions of the Operator’s Licence. This ensures that ASIC is able to demonstrate that minimum financial requirements apply to all Operators, but to tailor additional financial requirements as appropriate to each individual Operator.
Subrule 2.4.7(2) provides that an Operator must maintain a viable plan, approved by its governing body and updated regularly, for raising additional equity should its equity fall close to or below the amount needed under subrule 2.4.7(1).

Rule 2.4.8 Integrity and security of computer systems and other systems 

As permitted by subparagraph 903A(2)(c)(iv) of the Act, Rule 2.4.8 deals with the integrity and security of computer systems and other systems.
Rule 2.4.8 broadly reflects CPSS-IOSCO Principle 17 and key consideration 17.5 of that Principle.

Operators of Trade Repositories will be responsible for accepting, retaining, using and disclosing Derivative Trade Data that may be commercially valuable and market-sensitive. Any compromise in the security of the Derivative Trade Data, or unauthorised access, could have a significant impact on markets and market participants, and could damage confidence in the trade reporting regime and in the Operator.
Rule 2.4.8 provides that an Operator must establish, implement, maintain and enforce policies, procedures and physical and electronic controls over its systems for accepting, retaining, using, disclosing and providing access to Derivative Trade Data designed to:

· maintain the integrity, security and confidentiality of Derivative Trade Data at all times during transmission between the Trade Repository, Australian Regulators and Users, and while retained in the Trade Repository (for example, systems and controls designed for ensuring the Derivative Trade Data is protected from loss, leakage and corruption); and

· prevent unauthorised use and disclosure of, and access to, Derivative Trade Data.

Rule 2.4.9 Operational reliability
As permitted by subparagraph 903A(2)(v) of the Act, Rule 2.4.9 deals with operational reliability.
Rule 2.4.9 broadly reflects CPSS-IOSCO Principles 3 and 17 and key considerations 17.3 and 17.4 of Principle 17. 
Subrule 2.4.9(1) provides that an Operator must ensure that its systems for accepting, retaining, using, disclosing and providing access to Derivative Trade Data are reliable and have sufficient, scalable capacity for the ongoing and planned operations of the Trade Repository, including, without limitation, the capacity to accept and retain for the period required by Rule 2.3.2 all Derivative Trade Data reported to the Trade Repository by Participants. As noted in Explanatory Note 3.17.11 to CPSS-IOSCO Principle 17: ‘A TR, in particular, should have scalable capacity adequate to maintain historical data as required’.

Subrule 2.4.9(2) provides that an Operator must establish, implement, maintain and enforce plans, including escalation plans, for its internal communications and its communications with Users and Australian Regulators addressing circumstances where there may be operational outages and other disruptions to the Trade Repository’s services.

Rule 2.4.10 Business continuity planning
As permitted by subparagraph 903A(2)(c)(vi) of the Act, Rule 2.4.10 deals with business continuity planning.
Rule 2.4.10 broadly reflects CPSS-IOSCO Principle 17 and key consideration 17.6 of that Principle. As stated in Explanatory Note 3.17.13 to CPSS-IOSCO Principle 17: ‘Business continuity management is a key component of an FMI’s operational risk-management framework.’

Rule 2.4.10 provides that an Operator must establish, implement, maintain and enforce business continuity, backup and data recovery plans designed to:

· address events that pose a significant risk of disruption to the Trade Repository’s operations or services, including events that could cause a wide-scale or major disruption; and

· in the event of any disruption to the Trade Repository’s operations or services, enable the timely restoration of those operations and services and enable the Operator to meet its obligations to Australian Regulators and Users.

Rule 2.4.11 Recovery and resolution
Rule 2.4.11 expands on Rule 2.4.10 and deals specifically with recovery and resolution. 
Rule 2.4.11 broadly reflects CPSS-IOSCO Principle 3 (Risk management) and key consideration 3.4 of that Principle.
Subrule 2.4.11(1) provides that an Operator must establish, implement, maintain and enforce policies, procedures and plans designed to:

· identify scenarios that may potentially prevent the Operator from being able to provide the Trade Repository’s critical operations or services as a going concern and assess the effectiveness of a full range of options for recovery or orderly wind-down; and 

· provide for the recovery or orderly wind-down of the Trade Repository’s critical operations or services based on the results of that assessment. 

Subrule 2.4.11(2) provides that an Operator must, on request by an Australian Regulator, provide the Australian Regulator with information reasonably required by the Australian Regulator for purposes of resolution planning in respect of the Operator or in respect of Users.

Subrule 2.4.11(3) provides that in establishing, implementing, maintaining the policies, procedures and plans required under subrule (1), the Operator must take into account its obligations under Rules 2.3.2 (Retention of Derivative Trade Data) and 2.3.4 (Provision of access to Derivative Trade Data), and any obligations that may arise under section 904K of the Act in the event that the Trade Repository ceases to be licensed under section 905C of the Act.

It is noted that, under section 904K, ASIC may make a direction relating to Derivative Trade Data if the Trade Repository ceases to be licensed, including a direction requiring an Operator or former Operator to destroy or transfer to another Trade Repository or a Prescribed Derivative Trade Repository, all records of the Derivative Trade Data over which the Operator or former Operator has control. An Operator therefore needs to be prepared to arrange for the continuing retention of, and provision of access to, Derivative Trade Data, in the event of the wind-down of the Trade Repository’s services, and must be prepared to respond to a direction from ASIC in this regard in the event the Trade Repository ceases to be licensed.
Rule 2.4.12 Operational separation of functions

As permitted by subparagraph 903A(2)(c)(vii) of the Act, Rule 2.4.12 deals with the operational separation of functions. 
An Operator may provide services other than those directly related to the acceptance, retention, use, disclosure and provision of access to Derivative Trade Data by the Trade Repository. Such services may also be provided by a related body corporate (within the meaning of section 9 of the Act) of the Operator, or another company with which the Operator has a material agreement in connection with the Trade Reporting Services. Where such commercial arrangements exist, there are potential risks that may arise from these other services and which may have an impact on the core Trade Reporting Services. One way to manage these risks is to ensure there is operational separation of the various services. 

Rule 2.4.12 provides that, where the Operator, a related body corporate of the Operator, or any other company with which the Operator has a material agreement in connection with the Trade Reporting Services provides Non-Trade Reporting Services (including any Ancillary Services), the Operator must:

· disclose to ASIC a description of all of the Non-Trade Reporting Services, and update the disclosure as soon as practicable after any changes are made to the Non-Trade Reporting Services; and

· establish, implement, maintain and enforce policies, procedures, systems and controls designed to ensure the operational separation between the Non-Trade Reporting Services and the Trade Reporting Services. 

It is noted that operational separation may be achieved, for example, by supervisory arrangements including information barriers. The effectiveness of such arrangements to comply with Rule 2.4.12 will depend on the circumstances of each individual Operator.
Rule 2.4.12 also broadly reflects requirements in the European Union.

Rule 2.4.13 Outsourcing

As permitted by subparagraph 903A(2)(c)(viii) of the Act, Rule 2.4.13 deals with the outsourcing of functions to other entities.
An Operator may outsource some of its activities and operations to another service provider. Where the outsourced services include the core Trade Reporting Services of the Trade Repository, it is necessary to ensure that these services meet the same requirements as if provided internally, the selection process of the provider is robust and the arrangements with the outsourced provider are documented by way of a written contract with appropriate policies, procedures and controls in place. In addition, Australian Regulators should have the same level of access to the outsourced provider as if the services had been provided by the Trade Repository. 

Rule 2.4.13 therefore provides that if an Operator outsources any of the Trade Reporting Services to another person (referred to in Rule 2.4.13 as the ‘Service Provider’), the Operator must:

· ensure that the outsourcing arrangement is covered by a contract with the Service Provider that is in writing;

· establish, implement, maintain and enforce documented policies, procedures, systems and controls for ensuring the Operator continues to comply with its obligations under Part 7.5A of the Act, including under the Rules, in relation to the outsourced Trade Reporting Services;

· at all times be able to access books, records and other information of the Service Provider relating to the outsourced Trade Reporting Services; and

· ensure that Australian Regulators have the same access to all Derivative Trade Data, books, records and other information relating to the outsourced Trade Reporting

Services and maintained by the Service Provider, that the Australian Regulator would

have if not for the outsourcing arrangements.

Part 2.5 Disclosure of conditions (including fees) on which Trade Repositories provide their services

As permitted by paragraph 903A(2)(d) of the Act, Part 2.5 of the Rules deals with the disclosure of conditions (including fees) on which licensed derivative trade repositories provide their services.
Part 2.5 of the Rules broadly reflects CPSS-IOSCO Principle 23 and the CPSS-IOSCO Disclosure framework for financial market infrastructures. Transparency of key rules, procedures and fees helps Users to effectively evaluate the system’s design and operations, their rights and obligations, and the risks and costs of participating in the Trade Repository.
 

Rule 2.5.1 Disclosure of rules, procedures and other information 

Subrule 2.5.1(1) provides that an Operator must disclose to Participants in writing:

· the Operator’s rules and procedures for accepting, retaining, using, disclosing and providing access to Derivative Trade Data (see also subrule 2.2.1(2) which sets out requirements on the Operator to have documented rules, procedures and contractual arrangements in relation to acceptance, retention, use, disclosure and provision of access to Derivative Trade Data);

· the Operator’s commitments in relation to minimum service levels and operational reliability;

· subject to subrule 2.5.1(2), a description of the design and operation of the Trade Repository’s systems for accepting, retaining and providing access to Derivative Trade Data; and

· subject to subrule 2.5.1(2) and to the extent not disclosed under paragraphs (a), (b) or (c) or Rule 2.5.2, any other information reasonably required by Participants to assess the risks and costs of participating in the Trade Repository.

Subrule 2.5.1(2) provides that The Operator is not required to comply with paragraph 2.5.1(1)(c) or (d) to the extent that such disclosure would comprise the integrity or security of the Trade Repository or require the disclosure of commercially sensitive information.

Subrule 2.5.1(3) provides that if the Operator proposes to make a change to the access and participation conditions referred to in Rule 2.2.2, or the fees, rates and charges for the Trade Reporting Services as referred to in paragraph 2.5.2(1)(g), the Operator must notify ASIC and Participants in writing about the change within a reasonable time before the change is implemented.
Rule 2.5.2 Public disclosures

Subrule 2.5.2(1) provides that an Operator must disclose, on a publicly accessible section of its website and at no charge, a description of:

· the Trade Reporting Services and any Ancillary Services;

· the class or classes of Derivatives for which the Trade Repository can provide services for the purposes of Part 7.5A of the Act, as specified in the conditions of the Operator’s Licence (see paragraph 905F(4)(b) of the Act);
· key elements of the Operator’s rules, procedures and contractual arrangements referred to in Rule 2.2.1, including the dispute resolution procedures referred to in paragraph 2.2.1(3)(b);

· the Operator’s access and participation conditions referred to in Rule 2.2.2;

· the organisational, legal and ownership structure of the Operator and the arrangements for the governance and management of the Trade Repository referred to in Rule 2.4.1;

· the Operator’s policies and procedures in relation to the commercial use of Derivative Trade Data retained in the Trade Repository (see also Rule 2.3.3 which provides a permission to use and disclose Derivative Trade Data other than as required by the Rules in certain circumstances); an

· the fees, rates and charges for the Trade Reporting Services and Ancillary Services, at an individual service level, and the Operator’s policies in relation to discounts and rebates, if any.

Subrule 2.5.2(2) provides that an Operator must ensure the disclosures required under subrule 2.5.2(1) are at all times complete, accurate and current.

Part 2.6 Reporting to Australian Regulators on matters related to Trade Repositories

As permitted by paragraph 903A(2)(e) of the Act, Part 2.6 deals with the reporting to ASIC or other regulators of matters related to licensed derivative trade repositories.

Rule 2.6.1 Annual compliance report

Subrule 2.6.1(1) provides that an Operator must, within three months after the end of its financial year, give ASIC a written report (referred to in Rule 2.6.1 as the ‘Annual Compliance Report’) on the extent to which the Operator has complied during the financial year with its obligations as an Operator under the Corporations legislation, including under the Rules and the ASIC Derivative Transaction Rules (Reporting) 2013, unless ASIC relieves the Operator from this requirement in writing.

Subrule 2.6.1(2) provides that the Operator must, on request by ASIC, obtain an audit report on the Annual Compliance Report, prepared by such specified person or body as ASIC nominates or

accepts as suitably qualified to prepare the audit report. Subrule 2.6.1(3) provides that a request by ASIC for an audit report under subrule 2.6.1(2) must be in writing and allow the Operator a reasonable period to comply.

The requirement in Rule 2.6.1 to give Annual Compliance Reports is consistent with existing requirements on financial market licensees and clearing and settlement facility licensees (see section 792F in relation to market licensees and section 821E in relation to clearing and settlement facility licensees). Annual Compliance Reports under Rule 2.6.1 may also be taken into account by ASIC in any assessment of how well an Operator is complying with any or all of its licence obligations under s904J. 

Rule 2.6.2 Disclosure of proceedings

Rule 2.6.2 provides that an Operator must notify ASIC in writing as soon as practicable after the Operator becomes aware that:

· any civil or criminal legal proceeding has been instituted against the Operator or an Officer of the Operator, other than by ASIC, whether or not in Australia;

· any disciplinary action has been taken against the Operator or an Officer of the Operator by any regulatory authority other than ASIC, whether or not in Australia; and

· any significant changes are made to the regulatory requirements imposed on the Operator or an Officer of the Operator by any regulatory authority other than ASIC, whether or not in Australia.

The information reported under Rule 2.6.2 will provide important background and context for ASIC's supervision of a Trade Repository under section 902A of the Act, and for ASIC's oversight of compliance by the Operator and its Officers with their obligations under the Rules and Act. 
Rule 2.6.3 Notification of acquisition of significant holding in the Operator

Subrule 2.6.3(1) provides that an Operator must notify ASIC of the information in subrule 2.6.3(2) as soon as practicable after the Operator becomes aware that a person has come to have, or has ceased to have, more than 15% of the total voting power in the Operator or in a holding company of the Operator.

Subrule 2.6.3(2) provides that, for the purposes of subrule 2.6.3(1), the information to be given to ASIC by the Operator is:

· the person’s name and contact details;

· if known by the Operator, the date on which the person came to have, or ceased to have, more than 15% of the voting power; and

· if the Operator knows the voting power that the person had immediately before the person came to have, or ceased to have, more than 15% of the voting power, that voting power; and

· whether the Operator knows the manner in which the person came to have, or ceased to have, more than 15% of the voting power and, if the Operator knows the manner, details of what the Operator knows.

It is noted that, under subsection 904C(3) of the Act, the Operator must also notify ASIC as soon as practicable after a person becomes, or ceases to be, a director, secretary or senior manager of the Operator or its holding company.

Rule 2.6.3, along with subsection 904C(3) of the Act, complements the obligations on the Operator under paragraph 904A(c) of the Act to take all reasonable steps to ensure that no disqualified individual (within the meaning of Division 2 of Part 7.4 of the Act) becomes, or remains involved in the Operator. Rule 2.6.3 is also consistent with requirements imposed on financial markets and clearing and settlement facilities in this jurisdiction (see subsection 792B(5) in relation to market licensees and subsection 821B(4) in relation to clearing and settlement facility licensees). 

Rule 2.6.4 Delays, disruptions, suspension and termination, breaches of data security, integrity and confidentiality

Rule 2.6.4 provides that if the Trade Repository experiences:

· a disruption of, delay in, or suspension or termination of any of the Trade Repository’s systems for the acceptance, retention, use, disclosure or provision of access to Derivative Trade Data, including as a result of any system failure; or

· a breach of the integrity, security, or confidentiality of the Derivative Trade Data retained in the Trade Repository, 

the Operator must:

· as soon as practicable, notify ASIC of the occurrence of the circumstance; and

· within 14 days of the occurrence of the circumstance, submit a report to ASIC describing the cause and results of the occurrence of the circumstance, and any remedial actions already taken or planned by the Operator in response to the occurrence of the circumstance.

Rule 2.6.4 assists ASIC to perform its function of supervising licensed derivative trade repositories (see section 902A of the Act). Rule 2.6.4 also complements the more general reporting requirements of subsection 904C(1) of the Act. The information reported under Rule 2.6.4 also provides important background and context for ASIC's supervision of a Trade Repository’s activities.
Part 2.7 Keeping of records, or the provision of records or other information, relating to compliance with (or determining whether there has been compliance with) the Rules

As permitted by paragraph 903A(3)(d) of the Act, Part 2.7 deals with the keeping of records, or the provision of records or other information, relating to compliance with (or determining whether there has been compliance with) the rules.
Rule 2.7.1 Keeping of records

Subrule 2.7.1(1) provides that an Operator must keep records that enable the Operator to demonstrate that it has complied with the requirements of the Rules.

Subrule 2.7.1(2) provides that an Operator must keep the records referred to in subrule 2.7.1(1) for a period of at least five years from the date the record is made or amended, or for any longer period for which the record is required to be kept under any other Rule.

Rule 2.7.2 Provision of records or other information

Subrule 2.7.2(1) provides that an Operator must, on request by ASIC, provide ASIC with records or other information relating to compliance with, or determining whether there has been compliance with, these Rules.

Subrule 2.7.2(2) provides that a request by ASIC under subrule 2.7.2(1) must be in writing and give the Operator a reasonable time to comply.

Subrule 2.7.2(3) provides that the Operator must comply with a request under subrule 2.7.2(1) within the time specified in the request or, if no time is specified, within a reasonable time.

Rule 2.7.3
Language of records

Subrule 2.7.3(1) provides that all records required to be kept by these Rules must be kept in writing in the English language, or in a manner that enables them to be readily accessible and readily converted into writing in the English language.

Subrule 2.7.3(2) provides that if any of the records are not kept in writing in the English language, the Operator must, if required by ASIC to convert the records into writing in the English language, comply with that requirement within a reasonable time.
ATTACHMENT B – Statement of Compatibility with Human Rights
Prepared in accordance with Part 3 of the Human Rights (Parliamentary Scrutiny) Act 2011.
ASIC Derivative Trade Repository Rules 2013
This legislative instrument is compatible with the human rights and freedoms recognised or declared in the international instruments listed in section 3 of the Human Rights (Parliamentary Scrutiny) Act 2011.

1.      Overview of the Legislative Instrument
The ASIC Derivative Trade Repository Rules 2013 (the Rules) are made by ASIC under section 903A of the Act, acting with the consent of the Minister under section 903H of the Act. 
The aim of the Rules is:

· Together with the ASIC Derivative Transaction Rules (Reporting) 2013, to give effect to:

· one of the key commitments made by the Australian Government at the Group of Twenty (G20) summit in Pittsburgh in 2009 to substantial reforms to practices in OTC derivatives markets; 
· the recommendations in the March 2012 report (CoFR Report) of the Australian Council of Financial Regulators entitled OTC Derivatives Market Reform Considerations; and
· the objectives of the Corporations Legislation Amendment (Derivative Transactions) Act 2012; 
by taking a necessary step in the implementation of the Australian regime for reporting (referred to as ‘trade reporting’) of information about over-the-counter (OTC) derivatives to ‘derivative trade repositories’ (centralised registries that maintain an electronic database of records of transactions) and for the licensing and regulation of those repositories in this jurisdiction. Global commitment to OTC derivatives reform arose out of the global financial crisis (GFC) in 2008, during which the magnitude of systemic risk inherent in the OTC derivatives markets, and the lack of transparency in relation to counterparty exposures in those markets, became apparent. 

· Together with the ASIC Derivative Transaction Rules (Reporting) 2013, to implement an Australian trade reporting regime and regime for the licensing and regulation of derivative trade repositories, that achieves the stated objectives of the OTC derivatives reforms
 and the CoFR Report, by enhancing the transparency of transaction information available to relevant authorities and the public (leading to an increased capacity for the oversight and monitoring of systemic risk), promoting financial stability and supporting the detection and prevention of market abuse.
· To ensure the Australian trade reporting regime is consistent with other international regimes, including those in the European Union (EU), the United States (US), Canada, Singapore and Hong Kong
, for recognition or substituted compliance purposes.  In particular, the Rules are designed to implement, within the framework provided under Part 7.5A of the Act
, the December 2012 CPSS–IOSCO Principles for financial market infrastructures (CPSS–IOSCO Principles), to the extent the CPSS-IOSCO Principles apply to derivative trade repositories. The CPSS-IOSCO Principles are internationally agreed standards for financial market infrastructures that have been jointly developed by the Committee on Payment and Settlement Systems and the International Organization of Securities Commissions.
. 
Broadly, the Rules deal with the following matters:

· Part 2.2 of the Rules deals with the manner in which licensed derivative trade repositories provide their services, as permitted by paragraph 903A(2)(a) of the Act. 
· Part 2.3 of the Rules deals with the handling and use of derivative trade data by licensed derivative trade repositories and their officers and employees as permitted by paragraph 903A(2)(b) if the Act. 
· Part 2.4 of the Rules deals with the governance, management and resources (including financial, technological and human resources) of Trade Repositories as permitted by paragraph 903A(2)(c) of the Act. 
· Part 2.5 of the Rules deals with the disclosure of conditions (including fees) on which licensed derivative trade repositories provide their services as permitted by paragraph 903A(2)(d) of the Act. 
· Part 2.6 of the Rules deals with reporting to ASIC and other regulators of matters related to derivative trade repository licensees as permitted by paragraph 903A(2)(e) of the Act. 
· Part 2.7 of the Rules deals with the keeping of records, or the provision of records or other information, relating to compliance with (or determining whether there has been compliance with) the rules as permitted by paragraph 903A(3)(d) of the Act. 

2.      Human rights implications
Some of the Rules may engage the right to privacy and reputation in Article 17 of the International Covenant on Civil and Political Rights (Article 17). Article 17 prohibits unlawful or arbitrary interferences with a person's privacy, family, home (which the UN Human Rights Committee has interpreted as including a person’s workplace) and correspondence.  It also prohibits unlawful attacks on a person’s reputation.  It provides that persons have the right to the protection of the law against such interference or attacks. The UN Human Rights Committee has not defined ‘privacy’. The Commonwealth Attorney-General’s Department has provided guidance that privacy should be understood to comprise freedom from unwarranted and unreasonable intrusion into activities that society recognises as falling into the individual sphere of autonomy. To avoid being considered arbitrary, any interference with privacy must be in accordance with the provisions, aims and objectives of the ICCPR and should be reasonable in the particular circumstances.

Rules 2.3.1, 2.3.2, 2.3.3 and 2.3.4 may engage the right to privacy and reputation in Article 17
The ASIC Derivative Transaction Rules (Reporting) 2013 require a ‘Reporting Entity’ (as defined in Rule 1.2.3 of those rules) to provide certain derivative trade data to a derivative trade repository that is licensed under section 905C of the Act or a derivative trade repository that it prescribed under paragraph 901A(6)(b) of the Act. Under Rules 2.3.1 and 2.3.2 of these Rules, an operator of a licensed derivative trade repository must accept and retain that information in records of ‘derivative trade data’. Under subsection 904B(2) of the Act and Rule 2.3.4 of the Rules, the operator of a licensed derivative trade repository may be required to provide Derivative Trade Data on request made by ASIC, APRA, the RBA, a prescribed person or body, or another licensed derivative trade repository.

Derivative trade data includes, for each side of an OTC derivative transaction, information that identifies or is capable of identifying the counterparty to the OTC derivative (referred to as ‘counterparty information’) (see Tables S2.1(1) and S2.2(1) in Schedule 2 to the ASIC Derivative Transaction Rules (Reporting) 2013). 
‘Counterparty information’ may contain ‘personal information’ as defined in the Privacy Act 1988, being information or an opinion (including information or an opinion forming part of a database), whether true or not, and whether recorded in a material form or not, about an individual whose identity is apparent, or can reasonably be ascertained, from the information or opinion.  This may be the case where the counterparty is an individual and the reporting entity reporting the OTC derivative elects to provide a code to identify the individual from which the identity of the individual is apparent or can reasonably be ascertained.

The right in Article 17 is engaged by the Rules by reason that the acceptance, retention, use, disclosure and provision of access to derivative trade data in accordance with Rules 2.3.1, 2.3.2, 2.3.3 and 2.3.4 may:

· involve the collection, storage, security, use or disclosure of personal information;

· create confidentiality or secrecy provisions relating to personal information; 

· provide for mandatory disclosure or reporting of information.

Compatibility of Rules 2.3.1, 2.3.2, 2.3.3 and 2.3.4 with the rights recognised in Article 17
Rules 2.3.1, 2.3.2, 2.3.3 and 2.3.4 are compatible with the rights recognised in Article 17 of the ICCPR by reason that any interference with a person's privacy or reputation resulting from compliance with those Rules will be lawful and not arbitrary. In particular:

· Rules 2.3.1, 2.3.2, 2.3.3 and 2.3.4 are made in accordance with ASIC’s power to make derivative trade repository rules dealing with the handling and use of derivative trade data by licensed derivative trade repositories and their officers and employees, including the acceptance, retention, use, disclosure and provision of access to derivative trade data (see paragraph 903A(2)(b) of the Act), and are closely related to the operator’s obligations relating to the use and disclosure of derivative trade data under section 904B of the Act;

· Rules 2.3.1, 2.3.2, 2.3.3 and 2.3.4 are critical to the implementation of an Australian trade reporting regime and regime for the licensing and regulation of derivative trade repositories, that achieves the stated objectives of the OTC derivatives reforms
 and the CoFR Report, by enhancing the transparency of transaction information available to relevant authorities and the public (leading to an increased capacity for the oversight and monitoring of systemic risk), promoting financial stability and supporting the detection and prevention of market abuse.
· The Rules as a whole further the objects of Chapter 7 of the Corporations Act, including promoting fair, orderly and transparent markets for financial products (see paragraph 760A(c) of the Act). A fair, orderly and transparent market is one in which market misconduct is minimised.  Detection and deterrence of market misconduct contribute to minimising that misconduct, and the Rules will assist ASIC in detecting and deterring that misconduct.

Rules 2.3.1, 2.3.2, 2.3.3 and 2.3.4 are subject to a number of safeguards, including

· Any personal information in derivative trade data provided to ASIC will be protected in accordance with ASIC’s legislative obligations under s127 of the Australian Securities and Investments Commission Act 2001 (the ASIC Act), and to the extent the information is personal information, under the Privacy Act 1988. In particular, subrule 2.3.4(10) provides that information given to ASIC by the operator, or an officer of an operator, of a derivative trade repository under Part 7.5A of the Act or regulations made under that Part, or under the Rules or the ASIC Derivative Transaction Rules (Reporting) 2013, will be taken to have been given to ASIC in confidence for the purposes of s127 of the ASIC Act (unless the information has already been made publicly available in accordance with those legislative provisions, or as otherwise required or permitted by law).
· The operator of a derivative trade repository will be subject to obligations under section 904B of the Act, and under Rules 2.3.3, 2.3.4, 2.3.5, 2.3.6 and 2.4.8 to only use or disclose derivative trade data in certain circumstances, and to take steps to maintain the confidentiality, security and integrity of the derivative trade data at all times. 
· Under the ASIC Derivative Transaction Rules (Reporting) 2013, the counterparty information that must be reported is likely to be in a form from which the identity of the counterparty cannot be readily ascertained without further enquiries by Australian regulators (and subject to legislative safeguards applying to those regulators).
If Rules 2.3.1, 2.3.2, 2.3.3 and 2.3.4 were considered to limit the right in Article 17 of the ICCPR, ASIC considers that the Rules are nevertheless compatible with that right. The right in Article 17 is not absolute. As noted, the right has implied limitations (‘unlawful’ and ‘arbitrary’) and may be subject to a permissible limitation where that limitation aims to achieve a legitimate objective, there is a rational connection between the limitation, and the objective and the limitation is reasonable, necessary and proportionate.  

Any limitation imposed on the right by Rules 2.3.1, 2.3.2, 2.3.3 and 2.3.4 has a clear legal basis, in that it aims to achieve a legitimate objective, has a rational connection with the objective, and is reasonable, necessary and proportionate. As noted in the CoFR Report:

‘Reporting to trade repositories should facilitate the maintenance of a reliable and comprehensive source of information on participant trading activity, which would be useful to many regulators in performing their respective functions. It is expected that this increased transparency will assist authorities in identifying vulnerabilities in the financial system and, more broadly, to develop well-informed policies to promote financial stability. Information from trade repositories will be particularly useful in times of financial distress, where rapid and reliable access to accurate data may assist prudential and systemic regulators in their functions. From a market supervision perspective, transaction information stored in trade repositories in some product classes in particular, such as equity derivatives and credit derivatives, has the potential to assist investigations into market misconduct.’
Effective regulation of the OTC derivatives market requires regulators to have detailed data on counterparty exposures where these will pose a systemic risk.  A requirement to report transactions, and counterparty information in relation to those transactions, is the most effective method of achieving this legitimate objective. 
Rules 2.3.1, 2.3.2, 2.3.3 and 2.3.4 are necessary to achieve the legitimate objective because they together provide ASIC and other regulators with the data they need to assess counterparty exposures, and support the detection and prevention of market abuse.  The Rules contain adequate safeguards by only requiring market participants to report the data necessary to achieve that objective, and, in conjunction with section 904B of the Act, to require operators to maintain the confidentiality, security and integrity of that information.  Further safeguards are provided by the statutory obligations to protect confidential and personal information contained in the data.

Rules 2.6.2 and 2.6.3 may also engage the right to privacy and reputation in Article 17
Rule 2.6.2 requires the operator to notify ASIC in writing as soon as practicable after the operator becomes aware that any civil or criminal legal proceeding is instituted against the operator or an officer of the operator, other than by ASIC, whether or not in Australia, and any disciplinary action has been taken against the operator or an officer of the operator by any regulatory authority other than ASIC, whether or not in Australia.
Rule 2.6.3 requires the operator to notify ASIC of certain information as soon as practicable after the operator becomes aware that a person has come to have, or has ceased to have, more than 15% of the total voting power in the operator or in a holding company of the operator. This information includes the name and contact details of the person. It is noted that subsection 903C(4) of the Act already requires the licensee to notify ASIC as soon as practicable after a person becomes or ceases to be a director, secretary or senior manager of a derivative trade repository licensee or of a holding company of a derivative trade repository licensee.
Where information notified to ASIC under Rules 2.6.2 and 2.6.3 concerns an individual, that information is likely to be ‘personal information’ as defined in the Privacy Act 1988. As in relation to Rules 2.3.1, 2.3.2, 2.3.3 and 2.3.4, the right in Article 17 is engaged by Rules 2.6.2 and 2.6.3 by reason that compliance with Rules 2.6.2 and 2.6.3 may:

· involve the collection, storage, security, use or disclosure of personal information;
· create confidentiality or secrecy provisions relating to personal information; 
· provide for mandatory disclosure or reporting of information.
Compatibility of Rules 2.6.2 and 2.6.3 with the rights recognised in Article 17
Rules 2.6.2 and 2.6.3 are compatible with the rights recognised in Article 17 of the ICCPR by reason that any interference with a person's privacy or reputation resulting from compliance with those Rules will be lawful and not arbitrary. In particular:

· Rules 2.6.2 and 2.6.3 are made in accordance with ASIC’s power to make derivative trade repository rules dealing with reporting to ASIC and other regulators of matters related to Australian derivative trade repository licensees (see paragraph 903A(2)(e) of the Act).
· Rules 2.6.2 and 2.6.3 form part of the regulatory framework required for ASIC to perform its function of supervising licensed derivative trade repositories (see section 902A of the Act). 
Rules 2.6.2 and 2.6.3 are subject to safeguards, including that any personal information in provided to ASIC under Rules 2.6.2 and 2.6.3 will be protected in accordance with ASIC’s legislative obligations under s127 of the Australian Securities and Investments Commission Act 2001 (the ASIC Act), and to the extent the information is personal information, under the Privacy Act 1988. In particular, subrule 2.3.4(10) provides that information given to ASIC by the operator, or an officer of an operator, of a derivative trade repository under Part 7.5A of the Act or regulations made under that Part, or under the Rules or the ASIC Derivative Transaction Rules (Reporting) 2013, will be taken to have been given to ASIC in confidence for the purposes of s127 of the ASIC Act (unless the information has already been made publicly available in accordance with those legislative provisions, or as otherwise required or permitted by law).
If Rules 2.6.2 and 2.6.3 were considered to limit the right in Article 17 of the ICCPR, ASIC considers that the Rules are nevertheless compatible with that right. The right in Article 17 is not absolute. As noted, the right has implied limitations (‘unlawful’ and ‘arbitrary’) and may be subject to a permissible limitation where that limitation aims to achieve a legitimate objective, there is a rational connection between the limitation, and the objective and the limitation is reasonable, necessary and proportionate.  
Any limitation imposed on the right by the Rules has a clear legal basis, in that it aims to achieve a legitimate objective, has a rational connection with that objective, and is reasonable, necessary and proportionate. In particular:
· The information reported under Rule 2.6.2 will provide important background and context for ASIC's supervision of derivative trade repositories under section 902A of the Act, and for ASIC's oversight of compliance by the operator and officers of the derivative trade repository under the Rules and the Act.
· Rule 2.6.3 complements the operator’s obligation under paragraph 904A(c) of the Act to take all reasonable steps to ensure that no disqualified individual becomes, or remains, involved in the operator (see Division 2 of Part 7.4 of the Act). An individual is involved in a licensee for the purposes of Division 2 of Part 7.4 of the Act if that individual is a director, secretary or senior manager of the licensee, or if the individual has more than 15 per cent of the voting power in the licensee. As noted in paragraph 1.89 of the Revised Explanatory Memorandum to the Corporations Legislation Amendment (Derivative Transactions) Bill 2012, the provisions of Division 2 of Part 7.4 ‘operate in parallel to any derivative trade repository rules that ASIC may make’.

� To date no regulations under section 905A have been made.


� An OTC derivative may broadly be described as a derivative (i.e. a financial arrangement whose value is derived from an underlying asset, commodity, exchange rate, index or interest rate) that is not traded on an exchange but entered into through bilateral or private negotiation between the counterparties. Examples of OTC derivatives include credit default swaps.


� See CPSS–IOSCO Principles for financial market infrastructures, April 2012, p. 9.  


� See www.bis.org/publ/cpss101a.pdf 


�  See www.bis.org/publ/cpss106.pdf 


�  See www.bis.org/publ/cpss100.pdf


�  See www.bis.org/publ/cpss108.pdf


� See http://www.asic.gov.au/asic/asic.nsf/byheadline/CP201-Derivative-trade-repositories--submissions?openDocument


�  See www.bis.org/publ/cpss108.pdf


� Explanatory Note 3.1.2 to PFMI 1.


� Explanatory Note 3.1.1 to PFMI 1.


�Explanatory Note 3.18.6 to PFMI 18


� Explanatory Note 3.21.1 to PFMI 21


� See Explanatory Note 3.24.3 to CPSS-IOSCO Principle 24.


� Revised Explanatory Memorandum to the Corporations Legislation Amendment (Derivative Transactions) Bill 2012, at paragraph 1.183


� Explanatory Note 3.24.2 to CPSS-IOSCO Principle 24.


� Revised Explanatory Memorandum to the Corporations Legislation Amendment (Derivative Transactions) Bill 2012, at paragraph 1.187.


� Explanatory Note 3.24.2 to CPSS-IOSCO Principle 24.


� See Explanatory Note 3.22.1 to CPSS-IOSCO Principle 22.


� See Explanatory Note 3.22.3 to CPSS-IOSCO Principle 22.


� See Explanatory Note 3.22.2 to CPSS-IOSCO Principle 22.


�See Explanatory Note 3.22.3 to CPSS-IOSCO Principle 22.


� See Explanatory Note 3.2.2 to CPSS-IOSCO Principle 2.


� Note: The reference in Rule 2.4.4 to “Linked Providers” is a typographical error and will be corrected by amendment in due course.


� Explanatory Note 3.17.13 to CPSS-IOSCO Principle 17.


� See article 78(5) of the Regulation (EU) No 648/2012 of The European Parliament and of the Council of 4 July 2012 on OTC derivatives, central counterparties and trade repositories: see 


� HYPERLINK "http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=OJ:L:2012:201:0001:0059:EN:PDF" �http://eur-lex.europa.eu/LexUriServ/LexUriServ.do?uri=OJ:L:2012:201:0001:0059:EN:PDF�


� Explanatory Note 3.23.6 to CPSS–IOSCO Principle 23.


� See CPSS–IOSCO Principles for financial market infrastructures, April 2012, p. 9.  


� Australia is implementing the G20 commitments to OTC derivative reforms in close coordination with peer jurisdictions. Transaction reporting regimes are being developed concurrently by regulators overseas, including the US Commodity Futures Trading Commission (CFTC), the US Securities and Exchange Commission (SEC), the European Securities and Markets Authority (ESMA), the Hong Kong Securities and Futures Commission (HK SFC) and the Monetary Authority of Singapore (MAS), for their respective jurisdictions.


� Part 7.5A of the Act was inserted by Schedule 1 of the Corporations Legislation Amendment (Derivative Transactions) Act 2012 (the Amending Act) from 3 January 2013. Part 7.5A establishes a trade repository licensing regime and creates a mechanism by which trade reporting requirements, as well as trade execution and central clearing requirements, may be implemented, in a proportional and gradual way, through supporting regulations and rules.


� See www.bis.org/publ/cpss101a.pdf and www.bis.org/publ/cpss106.pdf


� See CPSS–IOSCO Principles for financial market infrastructures, April 2012, p. 9.  
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